
Anordnung über den kirchlichen Datenschutz – KDO –
vom 24. November 2003

(Kirchliches Amtsblatt für die Diözese Mainz 2004, Nr. 2, Ziff. 20, S. 15 ff.),
zuletzt geändert am 15. Januar 2014

(Kirchliches Amtsblatt für die Diözese Mainz 2014, Nr. 2, Ziff. 25, S. 28 ff.)

Präambel

Aufgabe der Datenverarbeitung im kirchlichen Bereich ist es, die Tätigkeit der Dienst-
stellen und Einrichtungen der Katholischen Kirche zu fördern. Dabei muß gewährleistet
sein, daß der einzelne durch den Umgang mit seinen personenbezogenen Daten in
seinem Persönlichkeitsrecht geschützt wird. Aufgrund des Rechtes der Katholischen
Kirche, ihre Angelegenheiten selbst zu regeln, wird zu diesem Zweck die folgende
Anordnung erlassen:

§ 1
Zweck und Anwendungsbereich

(1)  Zweck dieser Anordnung ist es, den einzelnen davor zu schützen, daß er durch
den Umgang mit seinen personenbezogenen Daten in seinem Persönlichkeitsrecht beein-
trächtigt wird.

(2)  Diese Anordnung gilt für die Erhebung, Verarbeitung und Nutzung personenbezo-
gener Daten durch:

1. das Bistum, die Kirchengemeinden, die Kirchenstiftungen und die Kirchengemein-
deverbände,

2. den Deutschen Caritasverband, die Diözesan- Caritasverbände, ihre Untergliederun-
gen und ihre Fachverbände ohne Rücksicht auf ihre Rechtsform,

3. die kirchlichen Körperschaften, Stiftungen, Anstalten, Werke, Einrichtungen und die
sonstigen kirchlichen Rechtsträger ohne Rücksicht auf ihre Rechtsform.

(3)  Soweit besondere kirchliche oder staatliche Rechtsvorschriften auf personenbezo-
gene Daten einschließlich deren Veröffentlichung anzuwenden sind, gehen sie den
Vorschriften dieser Anordnung vor. Die Verpflichtung zur Wahrung des Beicht- und
Seelsorgegeheimnisses, anderer gesetzlicher Geheimhaltungspflichten oder von anderen
Berufs - oder besonderen Amtsgeheimnissen, die nicht auf gesetzlichen Vorschriften
beruhen, bleibt unberührt.
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§ 2
Begriffsbestimmungen

(1)  Personenbezogene Daten sind Einzelangaben über persönliche oder sachliche Ver-
hältnisse einer bestimmten oder bestimmbaren natürlichen Person (Betroffener).

(2)  Automatisierte Verarbeitung ist die Erhebung, Verarbeitung oder Nutzung personen-
bezogener Daten unter Einsatz von Datenverarbeitungsanlagen. Eine nicht automatisier-
te Datei ist jede nicht automatisierte Sammlung personenbezogener Daten, die gleich-
artig aufgebaut ist und nach bestimmten Merkmalen zugänglich ist und ausgewertet
werden kann.

(3)  Erheben ist das Beschaffen von Daten über den Betroffenen.

(4)  Verarbeiten ist das Speichern, Verändern, Übermitteln, Sperren und Löschen perso-
nenbezogener Daten. Im einzelnen ist, ungeachtet der dabei angewendeten Verfahren,

1. Speichern das Erfassen, Aufnehmen oder Aufbewahren personenbezogener Daten
auf einem Datenträger zum Zwecke ihrer weiteren Verarbeitung oder Nutzung,

2. Verändern das inhaltliche Umgestalten gespeicherter personenbezogener Daten,

3. Übermitteln das Bekanntgeben gespeicherter oder durch Datenverarbeitung gewon-
nener personenbezogener Daten an einen Dritten in der Weise, dass

a) die Daten an den Dritten weitergegeben werden oder

b) der Dritte zur Einsicht oder zum Abruf bereitgehaltene Daten einsieht oder
abruft,

4. Sperren das Kennzeichnen gespeicherter personenbezogener Daten, um ihre weitere
Verarbeitung oder Nutzung einzuschränken,

5. Löschen das Unkenntlichmachen gespeicherter personenbezogener Daten.

(5)  Nutzen ist jede Verwendung personenbezogener Daten, soweit es sich nicht um
Verarbeitung handelt.

(6)  Anonymisieren ist das Verändern personenbezogener Daten derart, daß die Einzel-
angaben über persönliche oder sachliche Verhältnisse nicht mehr oder nur mit einem
unverhältnismäßig großen Aufwand an Zeit, Kosten und Arbeitskraft einer bestimmten
oder bestimmbaren natürlichen Person zugeordnet werden können.

(7)  Pseudonymisieren ist das Ersetzen des Namens und anderer Identifikationsmerkma-
le durch ein Kennzeichen zu dem Zweck, die Bestimmung des Betroffenen auszuschlie-
ßen oder wesentlich zu erschweren.

(8)  Verantwortliche Stelle ist jede Person oder Stelle, die personenbezogene Daten für
sich selbst erhebt, verarbeitet oder nutzt oder dies durch andere im Auftrag vornehmen
lässt
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(9)  Empfänger ist jede Person oder Stelle, die Daten erhält. Dritter ist jede Person
oder Stelle außerhalb der verantwortlichen Stelle. Dritte sind nicht der Betroffene sowie
diejenigen Personen und Stellen, die im Geltungsbereich dieser Anordnung personenbe-
zogene Daten im Auftrag erheben, verarbeiten oder nutzen.

(10) Besondere Arten personenbezogener Daten sind Angaben über die rassische und
ethnische Herkunft, politische Meinungen, religiöse oder philosophische Überzeugun-
gen, Gewerkschaftszugehörigkeit, Gesundheit oder Sexualleben. Dazu gehört nicht die
Zugehörigkeit zu einer Kirche oder sonstigen Religionsgemeinschaft.

(11)  Mobile personenbezogene Speicher- und Verarbeitungsmedien sind Datenträger

1. die an den Betroffenen ausgegeben werden,

2. auf denen personenbezogene Daten über die Speicherung hinaus durch die ausge-
bende oder eine andere Stelle automatisiert verarbeitet werden können und

3. bei denen der Betroffene diese Verarbeitung nur durch den Gebrauch des Mediums
beeinflussen kann.

(12) Beschäftigte sind insbesondere

1. Kleriker, Kandidaten für das Priesteramt oder in einem kirchlichen Beamtenverhält-
nis stehende Personen,

2. Ordensangehörige, soweit sie auf einer Planstelle in einer Einrichtung der eigenen
Ordensgemeinschaft oder aufgrund eines Gestellungsvertrages tätig sind,

3. in einem Arbeitsverhältnis stehende Personen,

4. zu ihrer Berufsbildung tätige Personen mit Ausnahme der Postulanten und Novizen,

5. Teilnehmende an Leistungen zur Teilhabe am Arbeitsleben, sowie an Abklärungen
der beruflichen Eignung oder Arbeitserprobungen (Rehabilitationen),

6. in anerkannten Werkstätten für behinderte Menschen tätige Personen, 7. nach dem
Bundesfreiwilligendienstgesetz oder in vergleichbaren Diensten tätige Personen,

7. Personen, die wegen ihrer wirtschaftlichen Unselbständigkeit als arbeitnehmerähnli-
che Personen anzusehen sind; zu diesen gehören auch die in Heimarbeit Beschäftig-
ten und die ihnen Gleichgestellten,

8. sich für ein Beschäftigungsverhältnis Bewerbende, sowie Personen, deren Beschäfti-
gungsverhältnis beendet ist.

§ 2a
Datenvermeidung und Datensparsamkeit

Die Erhebung, Verarbeitung und Nutzung personenbezogener Daten und die Auswahl
und Gestaltung von Datenverarbeitungssystemen sind an dem Ziel auszurichten, so
wenig personenbezogene Daten wie möglich zu erheben, zu verarbeiten oder zu nutzen.
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Insbesondere sind personenbezogene Daten zu anonymisieren oder zu pseudonymisie-
ren, soweit dies nach dem Verwendungszweck möglich ist und der Aufwand nicht außer
Verhältnis zum angestrebten Schutzzweck steht.

§ 3
Zulässigkeit der Datenerhebung, -verarbeitung oder -nutzung

(1)  Die Erhebung, Verarbeitung oder Nutzung personenbezogener Daten ist nur zuläs-
sig, soweit

1. diese Anordnung oder eine andere kirchliche oder eine staatliche Rechtsvorschrift
sie erlaubt oder anordnet oder

2. der Betroffene eingewilligt hat.

(2)  Wird die Einwilligung bei dem Betroffenen eingeholt, ist er auf den Zweck der
Erhebung, Verarbeitung oder Nutzung sowie, soweit nach den Umständen des Einzelfal-
les erforderlich oder auf Verlangen, auf die Folgen der Verweigerung der Einwilligung
hinzuweisen. Die Einwilligung ist nur wirksam, wenn sie auf der freien Entscheidung
des Betroffenen beruht. Sie bedarf der Schriftform, soweit nicht wegen besonderer
Umstände eine andere Form angemessen ist. Soll die Einwilligung zusammen mit ande-
ren Erklärungen schriftlich erteilt werden, ist die Einwilligungserklärung im äußeren
Erscheinungsbild der Erklärung hervorzuheben.

(3)  Im Bereich der wissenschaftlichen Forschung liegt ein besonderer Umstand im
Sinne von Abs. 2 Satz 3 auch dann vor, wenn durch die Schriftform der bestimmte
Forschungszweck erheblich beeinträchtigt würde. In diesem Fall sind der Hinweis nach
Abs. 2 Satz 1 und die Gründe, aus denen sich die erhebliche Beeinträchtigung des
bestimmten Forschungszweckes ergibt, schriftlich festzuhalten.

(4)  Soweit besondere Arten personenbezogener Daten (§ 2 Abs. 10) erhoben, verarbei-
tet oder genutzt werden, muss sich die Einwilligung darüber hinaus ausdrücklich auf
diese Daten beziehen.

(5)  Soweit automatisierte Verarbeitungen besondere Risiken für die Rechte und Freihei-
ten der Betroffenen aufweisen, unterliegen sie der Prüfung vor Beginn der Verarbeitung
(Vorabkontrolle). Eine Vorabkontrolle ist insbesondere durchzuführen, wenn

1. besondere Arten personenbezogener Daten (§ 2 Abs. 10) verarbeitet werden oder

2. die Verarbeitung personenbezogener Daten dazu bestimmt ist, die Persönlichkeit
des Betroffenen zu bewerten einschließlich seiner Fähigkeiten, seiner Leistung oder
seines Verhaltens, es sei denn, dass eine gesetzliche Verpflichtung oder eine Einwil-
ligung des Betroffenen vorliegt oder die Erhebung, Verarbeitung oder Nutzung für
die Begründung, Durchführung oder Beendigung eines rechtsgeschäftlichen oder
rechtsgeschäftsähnlichen Schuldverhältnisses mit dem Betroffenen erforderlich ist.
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(6)  Zuständig für die Vorabkontrolle ist der betriebliche Datenschutzbeauftragte; soweit
kein betrieblicher Datenschutzbeauftragter bestellt ist, ist für die Vorabkontrolle der
Diözesandatenschutzbeauftragte zuständig.

§ 3a
Meldepflicht und Verzeichnis

(1)  Die in § 1 Abs. 2 genannten Stellen sind verpflichtet, Verfahren automatisierter
Verarbeitung vor Inbetriebnahme dem Diözesandatenschutzbeauftragten zu melden.

(2)  Die Meldung hat folgende Angaben zu enthalten:

1. Name und Anschrift der verantwortlichen Stelle,

2. Vorstände, Geschäftsführer oder sonstige gesetzliche oder nach der Verfassung der
Stelle berufene Leiter und die mit der Leitung der Datenverarbeitung beauftragten
Personen,

3. Zweckbestimmungen der Datenerhebung, -verarbeitung oder -nutzung,

4. eine Beschreibung der betroffenen Personengruppen und der diesbezüglichen Daten
oder Datenkategorien,

5. Empfänger oder Kategorien von Empfängern, denen die Daten mitgeteilt werden
können,

6. Regelfristen für die Löschung der Daten,

7. eine geplante Datenübermittlung ins Ausland,

8. eine allgemeine Beschreibung, die es ermöglicht, vorläufig zu beurteilen, ob die
Maßnahmen nach § 6 KDO zur Gewährleistung der Sicherheit der Bearbeitung
angemessen sind,

9. zugriffsberechtigte Personen.

(3)  Die Meldepflicht entfällt, wenn für die verantwortliche Stelle ein betrieblicher Da-
tenschutzbeauftragter nach § 20 bestellt wurde. Sie entfällt ferner, wenn die verantwort-
liche Stelle personenbezogene Daten für eigene Zwecke erhebt, verarbeitet oder nutzt,
hierbei in der Regel höchstens zehn Personen ständig mit der Erhebung, Verarbeitung
oder Nutzung personenbezogener Daten beschäftigt und entweder eine Einwilligung
des Betroffenen vorliegt oder die Erhebung, Verarbeitung oder Nutzung für die Begrün-
dung, Durchführung oder Beendigung eines rechtsgeschäftlichen oder rechtsgeschäfts-
ähnlichen Schuldverhältnisses mit dem Betroffenen erforderlich ist.

(4)  Die Angaben nach Abs. 2 sind von der kirchlichen Stelle in einem Verzeichnis
vorzuhalten. Sie macht die Angaben nach Abs. 2 Nr. 1 bis 7 auf Antrag jedermann in
geeigneter Weise verfügbar, der ein berechtigtes Interesse nachweist.
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§ 4
Datengeheimnis

Den bei der Datenverarbeitung tätigen Personen ist untersagt, personenbezogene Daten
unbefugt zu erheben, zu verarbeiten oder zu nutzen (Datengeheimnis). Diese Personen
sind bei der Aufnahme ihrer Tätigkeit auf das Datengeheimnis schriftlich zu verpflich-
ten. Das Datengeheimnis besteht auch nach Beendigung ihrer Tätigkeit fort.

§ 5
Unabdingbare Rechte des Betroffenen

(1)  Die Rechte des Betroffenen auf Auskunft (§ 13) und auf Berichtigung, Löschung
oder Sperrung (§ 14) können nicht durch Rechtsgeschäft ausgeschlossen oder be-
schränkt werden.

(2)  Sind die Daten des Betroffenen automatisiert in einer Weise gespeichert, dass
mehrere Stellen speicherungsberechtigt sind, und ist der Betroffene nicht in der Lage,
festzustellen, welche Stelle die Daten gespeichert hat, so kann er sich an jede dieser
Stellen wenden. Diese ist verpflichtet, das Vorbringen des Betroffenen an die Stelle, die
die Daten gespeichert hat, weiterzuleiten. Der Betroffene ist über die Weiterleitung und
jene zu unterrichten.

§ 5a
Beobachtung öffentlich zugänglicher Räume mit optisch-elektronischen

Einrichtungen

(1)  Die Beobachtung öffentlich zugänglicher Räume mit optisch-elektronischen Ein-
richtungen (Videoüberwachung) ist nur zulässig, soweit sie

1. zur Aufgabenerfüllung oder zur Wahrnehmung des Hausrechts oder

2. zur Wahrnehmung berechtigter Interessen für konkret festgelegte Zwecke erforder-
lich ist und keine Anhaltspunkte bestehen, dass schutzwürdige Interessen der Betrof-
fenen überwiegen.

(2)  Der Umstand der Beobachtung und die verantwortliche Stelle sind durch geeignete
Maßnahmen erkennbar zu machen.

(3)  Die Verarbeitung oder Nutzung von nach Absatz 1 erhobenen Daten ist zulässig,
wenn sie zum Erreichen des verfolgten Zwecks erforderlich ist und keine Anhaltspunkte
bestehen, dass schutzwürdige Interessen der Betroffenen überwiegen.

(4)  Werden durch Videoüberwachung erhobene Daten einer bestimmten Person zuge-
ordnet, ist diese über eine Verarbeitung oder Nutzung entsprechend § 13 a zu benach-
richtigen.
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(5)  Die Daten sind unverzüglich zu löschen, wenn sie zur Erreichung des Zwecks nicht
mehr erforderlich sind oder schutzwürdige Interessen der Betroffenen einer weiteren
Speicherung entgegenstehen.

§5b
Mobile personenbezogene Speicher- und Verarbeitungsmedien

(1)  Die Stelle, die ein mobiles personenbezogenes Speicher- und Verarbeitungsmedium
ausgibt oder ein Verfahren zur automatisierten Verarbeitung personenbezogener Daten,
das ganz oder teilweise auf einem solchen Medium abläuft, auf das Medium aufbringt,
ändert oder hierzu bereithält, muss den Betroffenen

1. über ihre Identität und Anschrift,

2. in allgemein verständlicher Form über die Funktionsweise des Mediums einschließ-
lich der Art der zu verarbeitenden personenbezogenen Daten,

3. darüber, wie er seine Rechte nach den §§ 13 und 14 ausüben kann und über die
bei Verlust oder Zerstörung des Mediums zu treffenden Maßnahmen unterrichten,
soweit der Betroffene nicht bereits Kenntnis erlangt hat.

(2)  Die nach Absatz 1 verpflichtete Stelle hat dafür Sorge zu tragen, dass die zur
Wahrnehmung des Auskunftsrechts erforderlichen Geräte oder Einrichtungen in ange-
messenem Umfang zum unentgeltlichen Gebrauch zur Verfügung stehen.

(3)  Kommunikationsvorgänge, die auf dem Medium eine Datenverarbeitung auslösen,
müssen für den Betroffenen eindeutig erkennbar sein.

§ 6
Technische und organisatorische Maßnahmen

Kirchliche Stellen im Geltungsbereich des § 1 Abs. 2, die selbst oder im Auftrag
personenbezogene Daten erheben, verarbeiten oder nutzen, haben die technischen und
organisatorischen Maßnahmen zu treffen, die erforderlich sind, um die Ausführung der
Vorschriften dieser Anordnung, insbesondere die in der Anlage zu dieser Anordnung
genannten Anforderungen zu gewährleisten. Erforderlich sind Maßnahmen nur, wenn ihr
Aufwand in einem angemessenen Verhältnis zu dem angestrebten Schutzzweck steht.

§ 7
Einrichtung automatisierter Abrufverfahren

(1)  Die Einrichtung eines automatisierten Verfahrens, das die Übermittlung personen-
bezogener Daten durch Abruf ermöglicht, ist zulässig, soweit dieses Verfahren unter
Berücksichtigung der schutzwürdigen Interessen der Betroffenen und der Aufgaben
oder Geschäftszwecke der beteiligten Stellen angemessen ist. Die Vorschriften über die
Zulässigkeit des einzelnen Abrufes bleiben unberührt.
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(2)  Die beteiligten Stellen haben zu gewährleisten, daß die Zulässigkeit des Abrufver-
fahrens kontrolliert erden kann. Hierzu haben sie schriftlich festzulegen:

1. Anlass und Zweck des Abrufverfahrens,

2. Dritte, an die übermittelt wird,

3. Art der zu übermittelnden Daten,

4. nach § 6 erforderliche technische und organisatorische Maßnahmen.

(3)  Über die Einrichtung von Abrufverfahren ist der Diözesandatenschutzbeauftragte
unter Mitteilung der Festlegungen des Abs. 2 zu unterrichten.

(4)  Die Verantwortung für die Zulässigkeit des einzelnen Abrufs trägt der Dritte, an
den übermittelt wird. Die speichernde Stelle prüft die Zulässigkeit der Abrufe nur, wenn
dazu Anlass besteht. Die speichernde Stelle hat zu gewährleisten, daß die Übermittlung
personenbezogener Daten zumindest durch geeignete Stichprobenverfahren festgestellt
und überprüft werden kann. Wird ein Gesamtbestand personenbezogener Daten abgeru-
fen oder übermittelt (Stapelverarbeitung), so bezieht sich die Gewährleistung der Fest-
stellung und Überprüfung nur auf die Zulässigkeit des Abrufes oder der Übermittlung
des Gesamtbestandes.

(5)  Die Absätze 1 bis 4 gelten nicht für den Abruf allgemein zugänglicher Daten.
Allgemein zugänglich sind Daten, die jedermann, sei es ohne oder nach vorheriger
Anmeldung, Zulassung oder Entrichtung eines Entgelts nutzen kann.

§ 8
Erhebung, Verarbeitung oder Nutzung personenbezogener Daten im Auftrag

(1)  Werden personenbezogene Daten im Auftrag durch andere Stellen erhoben, verar-
beitet oder genutzt, ist der Auftraggeber für die Einhaltung der Vorschriften dieser
Anordnung und anderer Vorschriften über den Datenschutz verantwortlich. Die in § 5
genannten Rechte sind ihm gegenüber geltend zu machen.

(2)  Der Auftragnehmer ist unter besonderer Berücksichtigung der Eignung der von ihm
getroffenen technischen und organisatorischen Maßnahmen sorgfältig auszuwählen. Der
Auftrag ist schriftlich zu erteilen, wobei insbesondere im Einzelnen festzulegen sind:

1. der Gegenstand und die Dauer des Auftrags,

2. der Umfang, die Art und der Zweck der vorgesehenen Erhebung, Verarbeitung oder
Nutzung von Daten, die Art der Daten und der Kreis der Betroffenen,

3. die nach § 6 zu treffenden technischen und organisatorischen Maßnahmen,

4. die Berichtigung, Löschung und Sperrung von Daten,

5. die Pflichten des Auftragnehmers, insbesondere die von ihm vorzunehmenden Kon-
trollen,
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6. die etwaige Berechtigung zur Begründung von Unterauftragsverhältnissen,

7. die Kontrollrechte des Auftraggebers und die entsprechenden Duldungs- und Mit-
wirkungspflichten des Auftragnehmers,

8. mitzuteilende Verstöße des Auftragnehmers oder der bei ihm beschäftigten Perso-
nen gegen Vorschriften zum Schutz personenbezogener Daten oder gegen die im
Auftrag getroffenen Festlegungen,

9. der Umfang der Weisungsbefugnisse, die sich der Auftraggeber gegenüber dem
Auftragnehmer vorbehält,

10. die Rückgabe überlassener Datenträger und die Löschung beim Auftragnehmer
gespeicherter Daten nach Beendigung des Auftrags.

Der Auftraggeber hat sich vor Beginn der Datenverarbeitung und sodann regelmäßig
von der Einhaltung der beim Auftragnehmer getroffenen technischen und organisatori-
schen Maßnahmen zu überzeugen. Das Ergebnis ist zu dokumentieren.

(3)  Der Auftragnehmer darf die Daten nur im Rahmen der Weisungen des Auftragge-
bers erheben, verarbeiten oder nutzen. Ist er der Ansicht, dass eine Weisung des Auftrag-
gebers gegen dieses Gesetz oder andere Vorschriften über den Datenschutz verstößt, hat
er den Auftraggeber unverzüglich daraufhinzuweisen.

(4)  Die Absätze 1 bis 3 gelten entsprechend, wenn die Prüfung oder Wartung au-
tomatisierter Verfahren oder von Datenverarbeitungsanlagen durch andere Stellen im
Auftrag vorgenommen wird und dabei ein Zugriff auf personenbezogene Daten nicht
ausgeschlossen werden kann.

§ 9
Datenerhebung

(1)  Das Erheben personenbezogener Daten ist zulässig, wenn ihre Kenntnis zur Erfül-
lung der Aufgaben der verantwortlichen Stellen erforderlich ist.

(2)  Personenbezogene Daten sind beim Betroffenen zu erheben. Ohne seine Mitwir-
kung dürfen sie nur erhoben werden, wenn

1. eine Rechtsvorschrift dies vorsieht oder zwingend voraussetzt oder

2. a) die zu erfüllende Aufgabe ihrer Art nach eine Erhebung bei anderen Personen
oder Stellen erforderlich macht oder

b) die Erhebung beim Betroffenen einen unverhältnismäßigen Aufwand erfordern
würde

und keine Anhaltspunkte dafür bestehen, daß überwiegende schutzwürdige Interessen
des Betroffenen beeinträchtigt werden.

(3)  Werden personenbezogene Daten beim Betroffenen erhoben, so ist er, sofern er
nicht bereits auf andere Weise Kenntnis erlangt hat, von der verantwortlichen Stelle über
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1. die Identität der verantwortlichen Stelle,

2. die Zweckbestimmung der Erhebung, Verarbeitung oder Nutzung und

3. die Kategorien von Empfängern nur, soweit der Betroffene nach den Umständen des
Einzelfalles nicht mit der Übermittlung an diese rechnen muß,

zu unterrichten. Werden sie beim Betroffenen aufgrund einer Rechtsvorschrift erhoben,
die zur Auskunft verpflichtet, oder ist die Erteilung der Auskunft Voraussetzung für
die Gewährung von Rechtsvorteilen, so ist der Betroffene hierauf sonst auf die Frei-
willigkeit seiner Angaben hinzuweisen. Soweit nach den Umständen des Einzelfalles
erforderlich oder auf Verlangen ist er über die Rechtsvorschrift und über die Folgen der
Verweigerung von Angaben aufzuklären.

(4)  Werden personenbezogene Daten statt beim Betroffenen bei einer nichtkirchlichen
Stelle erhoben, so ist die Stelle auf die Rechtsvorschrift, die zur Auskunft ermächtigt,
sonst auf die Freiwilligkeit ihrer Angaben, hinzuweisen.

(5)  Das Erheben besonderer Arten personenbezogener Daten (§ 2 Abs. 10) ist nur
zulässig, soweit

1. eine Rechtsvorschrift dies vorsieht oder dies aus Gründen eines wichtigen öffentli-
chen Interesses zwingend erforderlich ist,

2. der Betroffene nach Maßgabe des § 3 Abs. 4 eingewilligt hat,

3. dies zum Schutz lebenswichtiger Interessen des Betroffenen oder eines Dritten
erforderlich ist, sofern der Betroffene aus physischen oder rechtlichen Gründen
außerstande ist, seine Einwilligung zu geben,

4. es sich um Daten handelt, die der Betroffene offenkundig öffentlich gemacht hat
oder es zur Geltendmachung, Ausübung oder Verteidigung rechtlicher Ansprüche
vor Gericht erforderlich ist,

5. dies zur Abwehr einer erheblichen Gefahr für die öffentliche Sicherheit erforderlich
ist oder dies zur Abwehr erheblicher Nachteile für das Gemeinwohl oder zur Wah-
rung erheblicher Belange des Gemeinwohls zwingend erforderlich ist,

6. der Auftrag der Kirche oder die Glaubwürdigkeit ihres Dienstes dies erfordert,

7. dies zum Zweck der Gesundheitsvorsorge, der medizinischen Diagnostik, der Ge-
sundheitsversorgung oder Behandlung oder für die Verwaltung von Gesundheits-
diensten erforderlich ist und die Verarbeitung dieser Daten durch ärztliches Personal
oder durch sonstige Personen erfolgt, die einer entsprechenden Geheimhaltungs-
pflicht unterliegen,

8. dies zur Durchführung wissenschaftlicher Forschung erforderlich ist, das wissen-
schaftliche Interesse an der Durchführung des Forschungsvorhabens das Interesse
des Betroffenen an dem Ausschluss der Erhebung erheblich überwiegt und der
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Zweck der Forschung auf andere Weise nicht oder nur mit unverhältnismäßigem
Aufwand erreicht werden kann,

9. dies zur Eingehung, Durchführung, Beendigung oder Abwicklung des Dienst- oder
Arbeitsverhältnisses erforderlich ist.

§ 10
Datenspeicherung, -veränderung und -nutzung

(1)  Das Speichern, Verändern oder Nutzen personenbezogener Daten ist zulässig, wenn
es zur Erfüllung der in der Zuständigkeit der verantwortlichen Stelle liegenden Aufga-
ben erforderlich ist und es für die Zwecke erfolgt für die die Daten erhoben worden sind.
Ist keine Erhebung vorausgegangen, dürfen die Daten nur für die Zwecke geändert oder
genutzt werden, für die sie gespeichert worden sind.

(2)  Das Speichern, Verändern oder Nutzen für andere Zwecke ist nur zulässig, wenn

1. eine Rechtsvorschrift dies vorsieht oder zwingend voraussetzt und kirchliche Inter-
essen nicht entgegenstehen,

2. der Betroffene eingewilligt hat,

3. offensichtlich ist, daß es im Interesse des Betroffenen liegt, und kein Grund zu
der Annahme besteht, daß er in Kenntnis des anderen Zwecks seine Einwilligung
verweigern würde,

4. Angaben des Betroffenen überprüft werden müssen, weil tatsächliche Anhaltspunk-
te für deren Unrichtigkeit bestehen,

5. die Daten allgemein zugänglich sind oder die verantwortliche Stelle sie veröffentli-
chen dürfte, es sei den, dass das schutzwürdige Interesse des Betroffenen an dem
Ausschluss der Zweckänderung offensichtlich überwiegt,

6. es zur Abwehr einer Gefahr für die öffentliche Sicherheit oder erheblicher Nachtei-
le für das Gemeinwohl oder zur Wahrung erheblicher Belange des Gemeinwohls
erforderlich ist,

7. es zur Verfolgung von Straftaten oder Ordnungswidrigkeiten, zur Vollstreckung
oder zum Vollzug von Strafen oder Maßnahmen im Sinne des § 11 Abs. 1 Nr. 8
des Strafgesetzbuches oder von Erziehungsmaßregeln oder Zuchtmitteln im Sinne
des Jugendgerichtsgesetzes oder zur Vollstreckung von Bußgeldentscheidungen
erforderlich ist,

8. es zur Abwehr einer schwerwiegenden Beeinträchtigung der Rechte einer anderen
Person erforderlich ist oder

9. es zur Durchführung wissenschaftlicher Forschung erforderlich ist, das wissen-
schaftliche Interesse an der Durchführung des Forschungsvorhabens das Interesse
des Betroffenen an dem Ausschluss der Zweckänderung erheblich überwiegt und

Kirchlicher Datenschutz. Anordnung KDA B.9.10 Archiv

11



der Zweck der Forschung auf andere Weise nicht oder nur mit unverhältnismäßi-
gem Aufwand erreicht werden kann.

10. der Auftrag der Kirche oder die Glaubwürdigkeit ihres Dienstes dies erfordert.

(3)  Eine Verarbeitung oder Nutzung für andere Zwecke liegt nicht vor, wenn sie der
Wahrnehmung von Aufsichts- und Kontrollbefugnissen, der Rechnungsprüfung oder der
Durchführung von Organisationsuntersuchungen für die verantwortliche Stelle dient.
Das gilt auch für die Verarbeitung oder Nutzung zu Ausbildungs- und rüfungszwecken
durch die verantwortliche Stelle, soweit nicht überwiegende schutzwürdige Interessen
des Betroffenen entgegenstehen.

(4)  Personenbezogene Daten, die ausschließlich zu Zwecken der Datenschutzkontrolle,
der Datensicherung oder zur Sicherstellung eines ordnungsgemäßen Betriebes einer
Datenverarbeitungsanlage gespeichert werden, dürfen nur für diese Zwecke verwendet
werden.

(5)  Das Speichern, Verändern oder Nutzen von besonderen Arten personenbezogener
Daten (§ 2 Abs. 10) für andere Zwecke ist nur zulässig, wenn

1. die Voraussetzungen vorliegen, die eine Erhebung nach § 9 Abs. 5 Nr. 1 bis 6 oder 9
zulassen würden oder

2. dies zur Durchführung wissenschaftlicher Forschung erforderlich ist, das kirchliche
Interesse an der Durchführung des Forschungsvorhabens das Interesse des Betroffe-
nen an dem Ausschluss der Zweckänderung erheblich überwiegt und der Zweck
der Forschung auf andere Weise nicht oder nur mit unverhältnismäßigem Aufwand
erreicht werden kann. Bei der Abwägung nach Satz 1 Nr. 2 ist im Rahmen des
kirchlichen Interesses das wissenschaftliche Interesse an dem Forschungsvorhaben
besonders zu berücksichtigen.

(6)  Die Speicherung, Veränderung oder Nutzung von besonderen Arten personenbezo-
gener Daten (§ 2 Abs. 10) zu den in § 9 Abs. 5 Nr. 7 genannten Zwecken richtet
sich nach den für die in § 9 Abs. 5 Nr. 7 genannten Personen geltenden Geheimhaltungs-
pflichten.

§ 10a
Datenerhebung, -verarbeitung und -nutzung für Zwecke des

Beschäftigungsverhältnisses

(1)  Personenbezogene Daten eines Beschäftigten einschließlich der Daten über die Re-
ligionszugehörigkeit, die religiöse Überzeugung und die Erfüllung von Loyalitätsoblie-
genheiten dürfen für Zwecke des Beschäftigungsverhältnisses erhoben, verarbeitet oder
genutzt werden, wenn dies für die Entscheidung über die Begründung eines Beschäfti-
gungsverhältnisses oder nach Begründung des Beschäftigungsverhältnisses für dessen
Durchführung oder Beendigung erforderlich ist. Zur Aufdeckung von Straftaten dürfen
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personenbezogene Daten eines Beschäftigten dann erhoben werden, verarbeitet oder
genutzt werden, wenn zu dokumentierende tatsächliche Anhaltspunkte den Verdacht
begründen, dass der Betroffene im Beschäftigungsverhältnis eine Straftat begangen hat,
die Erhebung, Verarbeitung oder Nutzung zur Aufdeckung erforderlich ist und das
schutzwürdige Interesse des Beschäftigten an dem Ausschluss der Erhebung, Verarbei-
tung oder Nutzung nicht überwiegt, insbesondere Art und Ausmaß im Hinblick auf den
Anlass nicht unverhältnismäßig sind oder eine Rechtsvorschrift dies vorsieht.

(2)  Absatz 1 ist auch anzuwenden, wenn personenbezogene Daten erhoben, verarbeitet
oder genutzt werden, ohne dass sie automatisiert verarbeitet oder in oder aus nicht
automatisierten Dateien verarbeitet, genutzt oder für die Verarbeitung oder Nutzung in
einer solchen Datei erhoben werden.

(3)  Die Beteiligungsrechte nach der jeweils geltenden Mitarbeitervertretungsordnung
bleiben unberührt.

§ 11
Datenübermittlung an kirchliche und öffentliche Stellen

(1)  Die Übermittlung personenbezogener Daten an Stellen im Geltungsbereich des § 1
ist zulässig, wenn

1. sie zur Erfüllung der in der Zuständigkeit der übermittelnden Stelle oder der emp-
fangenden kirchlichen Stelle liegenden Aufgaben erforderlich ist und

2. die Voraussetzungen vorliegen, die eine Nutzung nach § 10 zulassen würden.

(2)  Die Verantwortung für die Zulässigkeit der Übermittlung trägt die übermittelnde
Stelle. Erfolgt die Übermittlung auf Ersuchen der empfangenden kirchlichen Stelle, trägt
diese die Verantwortung. In diesem Falle prüft die übermittelnde Stelle nur, ob das
Übermittlungsersuchen im Rahmen der Aufgaben der empfangenden kirchlichen Stelle
liegt, es sei denn, dass besonderer Anlass zur Prüfung der Zulässigkeit der Übermittlung
besteht. § 7 Abs. 4 bleibt unberührt.

(3)  Die empfangende kirchliche Stelle darf die übermittelten Daten für den Zweck ver-
arbeiten oder nutzen, zu dessen Erfüllung sie ihr übermittelt werden. Eine Verarbeitung
oder Nutzung für andere Zwecke ist nur unter den Voraussetzungen des § 10 Abs. 2
zulässig

(4)  Für die Übermittlung personenbezogener Daten an öffentliche Stellen und an kirch-
liche Stellen außerhalb des Geltungsbereichs des § 1 gelten die Abs. 1-3 entsprechend,
sofern sichergestellt ist, daß bei dem Empfänger ausreichende Datenschutzmaßnahmen
getroffen werden.

(5)  Sind mit personenbezogenen Daten, die nach Abs. 1 übermittelt werden dürfen,
weitere personenbezogene Daten des Betroffenen oder eines Dritten in Akten so verbun-
den, daß eine Trennung nicht oder nur mit unvertretbarem Aufwand möglich ist, so ist
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die Übermittlung auch dieser Daten zulässig, soweit nicht berechtigte Interessen des
Betroffenen oder eines Dritten an deren Geheimhaltung offensichtlich überwiegen; eine
Nutzung dieser Daten ist unzulässig.

(6)  Abs. 5 gilt entsprechend, wenn personenbezogene Daten innerhalb einer kirchlichen
Stelle weitergegeben werden.

§ 12
Datenübermittlung an nicht kirchliche und nicht öffentliche Stellen

(1)  Die Übermittlung personenbezogener Daten an nicht kirchliche Stellen, nicht öf-
fentliche Stellen oder Personen ist zulässig, wenn

1. sie zur Erfüllung der in der Zuständigkeit der übermittelnden Stelle liegenden Auf-
gaben erforderlich ist und die Voraussetzungen vorliegen, die eine Nutzung nach
§ 10 zulassen würden, oder

2. der Dritte, an den die Daten übermittelt werden, ein berechtigtes Interesse an der
Kenntnis der zu übermittelnden Daten glaubhaft darlegt und der Betroffene kein
schutzwürdiges Interesse an dem Ausschluss der Übermittlung hat. Das Übermitteln
von besonderen Arten personenbezogener Daten (§ 2 Abs. 10) ist abweichend von
Satz 1 Nr. 2 nur zulässig, wenn die Voraussetzungen vorliegen, die eine Nutzung
nach § 10 Abs. 5 und 6 zulassen würden oder soweit dies zur Geltendmachung,
Ausübung oder Verteidigung rechtlicher Ansprüche erforderlich ist.

(2)  Die Verantwortung für die Zulässigkeit der Übermittlung trägt die übermittelnde
Stelle.

(3)  In den Fällen der Übermittlung nach Abs. 1 Nr. 2 unterrichtet die übermittelnde
Stelle den Betroffenen von der Übermittlung seiner Daten. Dies gilt nicht, wenn damit
zu rechnen ist, daß er davon auf andere Weise Kenntnis erlangt, wenn die Unterrichtung
wegen der Art der personenbezogenen Daten unter Berücksichtigung der schutzwürdi-
gen Interessen des Betroffenen nicht geboten erscheint, wenn die Unterrichtung die
öffentliche Sicherheit gefährden oder dem kirchlichen Wohl Nachteile bereiten würde.

(4)  Der Dritte, an den die Daten übermittelt werden, darf diese nur für den Zweck ver-
arbeiten oder nutzen, zu dessen Erfüllung sie ihm übermittelt werden. Die übermittelnde
Stelle hat ihn darauf hinzuweisen. Eine Verarbeitung oder Nutzung für andere Zwecke
ist zulässig, wenn eine Übermittlung nach Absatz 1 zulässig wäre und die übermittelnde
Stelle zugestimmt hat.

§ 13
Auskunft an den Betroffenen

(1)  Dem Betroffenen ist auf Antrag Auskunft zu erteilen über:
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1. die zu seiner Person gespeicherten Daten, auch soweit sie sich auf die Herkunft
dieser Daten beziehen,

2. die Empfänger oder Kategorien von Empfängern, an die die Daten weitergegeben
werden, und

3. den Zweck der Speicherung.

In dem Antrag soll die Art der personenbezogenen Daten, über die Auskunft erteilt
werden soll, näher bezeichnet werden. Sind die personenbezogenen Daten weder au-
tomatisiert noch in nicht automatisierten Dateien gespeichert, wird die Auskunft nur
erteilt, soweit der Betroffene Angaben macht, die das Auffinden der Daten ermöglichen
und der für die Erteilung der Auskunft erforderliche Aufwand nicht außer Verhältnis
zu dem vom Betroffenen geltend gemachten Informationsinteresse steht. Das Bistum
bestimmt das Verfahren, insbesondere die Form der Auskunftserteilung.

(2)  Abs. 1 gilt nicht für personenbezogene Daten, die nur deshalb gespeichert sind,
weil sie aufgrund gesetzlicher, satzungsgemäßer oder vertraglicher Aufbewahrungsvor-
schriften nicht gelöscht werden dürfen oder ausschließlich Zwecken der Datensicherung
oder der Datenschutzkontrolle dienen und eine Auskunftserteilung einen unverhältnis-
mäßigen Aufwand erfordern würde.

(3)  Die Auskunftserteilung unterbleibt soweit,

1. die Auskunft die ordnungsgemäße Erfüllung der in der Zuständigkeit der verant-
wortlichen Stelle liegenden Aufgaben gefährden würde,

2. die Auskunft dem kirchlichen Wohl Nachteile bereiten würde,

3. die Auskunft die öffentliche Sicherheit oder Ordnung gefährden würde,

4. 4.die Daten oder die Tatsache ihrer Speicherung nach einer Rechtsvorschrift oder
ihrem Wesen nach, insbesondere wegen der überwiegenden berechtigten Interessen
eines Dritten, geheim gehalten werden müssen

5. und deswegen das Interesse des Betroffenen an der Auskunftserteilung zurücktreten
muß.

(4)  Die Ablehnung der Auskunftserteilung bedarf einer Begründung nicht, soweit durch
die Mitteilung der tatsächlichen oder rechtlichen Gründe auf die die Entscheidung
gestützt wird, der mit der Auskunftsverweigerung verfolgte Zweck gefährdet würde.
In diesem Fall ist der Betroffene darauf hinzuweisen, daß er sich an den Diözesandaten-
schutzbeauftragten wenden kann.

(5)  Wird dem Betroffenen keine Auskunft erteilt, so ist sie auf sein Verlangen dem
Diözesandatenschutzbeauftragten zu erteilen, soweit nicht das Bistum im Einzelfall
feststellt, daß dadurch das kirchliche Wohl beeinträchtigt wird. Die Mitteilung des
Diözesandatenschutzbeauftragten an den Betroffenen darf keine Rückschlüsse auf den
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Erkenntnisstand der verantwortlichen Stelle zulassen, sofern diese nicht einer weiterge-
henden Auskunft zustimmt.

(6)  Die Auskunft ist unentgeltlich.

§ 13a
Benachrichtigung

(1)  Werden Daten ohne Kenntnis des Betroffenen erhoben, so ist er von der Speiche-
rung, der Identität der verantwortlichen Stelle sowie über die Zweckbestimmungen der
Erhebung, Verarbeitung oder Nutzung zu unterrichten. Der Betroffene ist auch über die
Empfänger oder Kategorien von Empfängern von Daten zu unterrichten, soweit er nicht
mit der Übermittlung an diese rechnen muss. Sofern eine Übermittlung vorgesehen ist,
hat die Unterrichtung spätestens bei der ersten Übermittlung zu erfolgen.

(2)  Eine Pflicht zur Benachrichtigung besteht nicht, wenn

1. der Betroffene auf andere Weise Kenntnis von der Speicherung oder der Übermitt-
lung erlangt hat,

2. die Unterrichtung des Betroffenen einen unverhältnismäßigen Aufwand erfordert
oder

3. die Speicherung oder Übermittlung der personenbezogenen Daten durch eine
Rechtsvorschrift ausdrücklich vorgesehen ist.

(3)  § 13 Abs. 2 und 3 gelten entsprechend.

§ 14
Berichtigung, Löschung oder Sperrung von Daten; Widerspruchsrecht

(1)  Personenbezogene Daten sind zu berichtigen, wenn sie unrichtig sind. Wird festge-
stellt, dass personenbezogene Daten, die weder automatisiert verarbeitet noch in nicht
automatisierten Dateien gespeichert sind, unrichtig sind, oder wird ihre Richtigkeit von
dem Betroffenen bestritten, so ist dies in geeigneter Weise festzuhalten.

(2)  Personenbezogene Daten, die automatisiert verarbeitet oder in nicht automatisierten
Dateien gespeichert sind, sind zu löschen, wenn

1. ihre Speicherung unzulässig ist oder

2. ihre Kenntnis für die verantwortliche Stelle zur Erfüllung der in ihrer Zuständigkeit
liegenden Aufgaben nicht mehr erforderlich ist.

(3)  An die Stelle einer Löschung tritt eine Sperrung, soweit

1. einer Löschung gesetzliche, satzungsmäßige oder vertragliche Aufbewahrungsfristen
entgegenstellen,

2. Grund zu der Annahme besteht, daß durch eine Löschung schutzwürdige Interessen
des Betroffenen beeinträchtigt würden, oder
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3. eine Löschung wegen der besonderen Art der Speicherung nicht oder nur mit unver-
hältnismäßig hohem Aufwand möglich ist.

(4)  Personenbezogene Daten, die automatisiert verarbeitet oder in nicht automatisierten
Dateien gespeichert sind, sind ferner zu sperren, soweit ihre Richtigkeit vom Betroffe-
nen bestritten wird und sich weder die Richtigkeit noch die Unrichtigkeit feststellen
lässt.

(5)  Personenbezogene Daten dürfen nicht für eine automatisierte Verarbeitung oder
Verarbeitung in nicht automatisierten Dateien erhoben, verarbeitet oder genutzt werden,
soweit der Betroffene dieser bei der verantwortlichen Stelle widerspricht und eine Prü-
fung ergibt, dass das schutzwürdige Interesse des Betroffenen wegen seiner besonderen
persönlichen Situation das Interesse der verantwortlichen Stelle an dieser Erhebung,
Verarbeitung oder Nutzung überwiegt. Satz 1 gilt nicht, wenn eine Rechtsvorschrift zur
Erhebung, Verarbeitung oder Nutzung verpflichtet.

(6)  Personenbezogene Daten, die weder automatisiert verarbeitet noch in einer nicht au-
tomatisierten Datei gespeichert sind, sind zu sperren, wenn die verantwortliche Stelle im
Einzelfall feststellt, dass ohne die Sperrung schutzwürdige Interessen des Betroffenen
beeinträchtigt würden und die Daten für die Aufgabenerfüllung der Behörde nicht mehr
erforderlich sind.

(7)  Gesperrte Daten dürfen ohne Einwilligung des Betroffenen nur übermittelt oder
genutzt werden, wenn

1. es zu wissenschaftlichen Zwecken, zur Behebung einer bestehenden Beweisnot oder
aus sonstigen, im

2. die Daten hierfür übermittelt oder genutzt werden dürften, wenn sie nicht gesperrt
wären.

(8)  Von der Berichtigung unrichtiger Daten, der Sperrung bestrittener Daten sowie
der Löschung oder Sperrung wegen Unzulässigkeit der Speicherung sind die Stellen zu
verständigen, denen im Rahmen einer Datenübermittlung diese Daten zur Speicherung
weitergegeben wurden, wenn dies keinen unverhältnismäßigen Aufwand erfordert und
schutzwürdige Interessen des Betroffenen nicht entgegenstehen.

§ 15
Anrufung des Diözesandatenschutzbeauftragten

(1)  Wer der Ansicht ist, dass bei der Erhebung, Verarbeitung oder Nutzung von
personenbezogenen Daten durch Stellen gemäß § 1 Abs. 2 gegen Vorschriften dieser
Anordnung oder gegen andere Datenschutzvorschriften verstoßen worden ist oder ein
solcher Verstoß bevorsteht, kann sich unmittelbar an den Diözesandatenschutzbeauftrag-
ten wenden.
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(2)  Auf ein solches Vorbringen hin prüft der Diözesandatenschutzbeauftragte den Sach-
verhalt. Er fordert die betroffene kirchliche Dienststelle zur Stellungnahme auf, soweit
der Inhalt des Vorbringens den Tatbestand einer Datenschutzverletzung erfüllt.

(3)  Niemand darf gemaßregelt oder benachteiligt werden, weil er sich im Sinne des
Abs. 1 an den Diözesandatenschutzbeauftragten gewendet hat.

§ 16
Bestellung des Diözesandatenschutzbeauftragten

(1)  Der Bischof bestellt für den Bereich seines Bistums einen Diözesandatenschutzbe-
auftragten. Die Bestellung erfolgt für die Dauer von mindestens vier, höchstens acht
Jahren. Die mehrmalige erneute Bestellung ist zulässig. Die Bestellung als Datenschutz-
beauftragter für mehrere Diözesen und/oder Ordensgemeinschaften ist zulässig.

(2)  Zum Diözesandatenschutzbeauftragten darf nur bestellt werden, wer die zur Er-
füllung seiner Aufgaben erforderliche Fachkunde und Zuverlässigkeit besitzt. Er soll
die Befähigung zum Richteramt gemäß § 5 Deutsches Richtergesetz haben und muss
der Katholischen Kirche angehören. Der Diözesandatenschutzbeauftragte ist auf die
gewissenhafte Erfüllung seiner Pflichten und die Einhaltung des kirchlichen und des für
die Kirchen verbindlichen staatlichen Rechts zu verpflichten. Anderweitige Tätigkeiten
dürfen das Vertrauen in die Unabhängigkeit und Unparteilichkeit des Diözesandaten-
schutzbeauftragten nicht gefährden. Dem steht eine Bestellung als Diözesandatenschutz-
beauftragter für mehrere Diözesen und/oder Ordensgemeinschaften nicht entgegen.

(3)  Die Bestellung kann vor Ablauf der Amtszeit widerrufen werden, wenn Gründe
nach § 24 Abs. 1 Deutsches Richtergesetz vorliegen, die bei einem Richter auf Lebens-
zeit dessen Entlassung aus dem Dienst rechtfertigen, oder die nach der Grundordnung
des kirchlichen Dienstes im Rahmen kirchlicher Arbeitsverhältnisse in der jeweils gel-
tenden Fassung eine Kündigung rechtfertigen. Auf Antrag des Beauftragten nimmt der
Bischof die Bestellung zurück.

§ 17
Rechtsstellung des Diözesandatenschutzbeauftragten

(1)  Der Diözesandatenschutzbeauftragte ist in Ausübung seiner Tätigkeit an Weisungen
nicht gebunden und nur dem kirchlichen Recht und dem für die Kirchen verbindlichen
staatlichen Recht unterworfen. Die Ausübung seiner Tätigkeit geschieht in organisatori-
scher und sachlicher Unabhängigkeit. Die Dienstaufsicht ist so zu regeln, dass dadurch
die Unabhängigkeit nicht beeinträchtigt wird.

(2)  Das der Bestellung zum Diözesandatenschutzbeauftragten zugrunde liegende
Dienstverhältnis kann während der Amtszeit nur unter den Voraussetzungen des § 16
Abs. 3 beendet werden. Dieser Kündigungsschutz wirkt für den Zeitraum von einem
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Jahr nach der Beendigung der Amtszeit entsprechend fort, soweit ein kirchliches Be-
schäftigungsverhältnis fortgeführt wird oder sich anschließt.

(3)  Dem Diözesandatenschutzbeauftragten wird die für die Erfüllung seiner Aufgaben
angemessene Personal- und Sachausstattung zur Verfügung gestellt. Er verfügt über
einen eigenen jährlichen Haushalt, der gesondert auszuweisen ist und veröffentlicht
wird.

(4)  Der Diözesandatenschutzbeauftragte wählt das notwendige Personal aus, das von
einer kirchlichen Stelle angestellt wird. Die vom Diözesandatenschutzbeauftragten aus-
gewählten und von dieser kirchlichen Stelle angestellten Mitarbeiter unterstehen der
Dienst- und Fachaufsicht des Diözesandatenschutzbeauftragten und können nur mit
seinem Einverständnis von der kirchlichen Stelle gekündigt, versetzt oder abgeordnet
werden.

(5)  Der Diözesandatenschutzbeauftragte ist oberste Dienstbehörde im Sinne des § 96
Strafprozessordnung. Er trifft die Entscheidung über Aussagegenehmigungen für seinen
Bereich in eigener Verantwortung. Der Diözesandatenschutzbeauftragte ist oberste Auf-
sichtsbehörde im Sinne des § 99 Verwaltungsgerichtsordnung.

(6)  Der Diözesandatenschutzbeauftragte bestellt im Einvernehmen mit dem Diözesan-
bischof einen Vertreter, der im Fall seiner Verhinderung die unaufschiebbaren Entschei-
dungen trifft. Für den Vertreter gilt § 16 bs. 2 entsprechend.

(7)  Der Diözesandatenschutzbeauftragte ist, auch nach Beendigung seines Auftrages,
verpflichtet, über die ihm in seiner Eigenschaft als Diözesandatenschutzbeauftragtem
bekannt gewordenen Angelegenheiten Verschwiegenheit zu bewahren. Dies gilt nicht
für Mitteilungen im dienstlichen Verkehr oder über Tatsachen, die offenkundig sind oder
ihrer Bedeutung nach keiner Geheimhaltung bedürfen.

(8)  Der Diözesandatenschutzbeauftragte darf, auch wenn sein Auftrag beendet ist,
über solche Angelegenheiten ohne Genehmigung des Bischofs weder vor Gericht noch
außergerichtlich Aussagen oder Erklärungen abgeben. Die Genehmigung, als Zeuge
auszusagen, wird in der Regel erteilt. Unberührt bleibt die gesetzlich begründete Pflicht,
Straftaten anzuzeigen.

§ 18
Aufgaben des Diözesandatenschutzbeauftragten

(1)  Der Diözesandatenschutzbeauftragte wacht über die Einhaltung der Vorschriften
dieser Anordnung sowie anderer Vorschriften über den Datenschutz. Er kann Empfeh-
lungen zur Verbesserung des Datenschutzes geben. Des Weiteren kann er die bischöf-
liche Behörde und sonstige kirchliche Dienststellen in seinem Bereich in Fragen des
Datenschutzes beraten. Auf Anforderung der bischöflichen Behörde hat der Diözesanda-
tenschutzbeauftragte Gutachten zu erstellen und Berichte zu erstatten.
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(2)  Die in § 1 Abs. 2 genannten Stellen sind verpflichtet, den Diözesandatenschutzbe-
auftragten bei der Erfüllung seiner Aufgaben zu unterstützen. Ihm ist dabei insbesondere

1. Auskunft zu seinen Fragen sowie Einsicht in alle Unterlagen und Akten zu gewäh-
ren, die im Zusammenhang mit der Verarbeitung personenbezogener Daten stehen,
namentlich in die gespeicherten Daten und in die Datenverarbeitungsprogramme;

2. während der Dienstzeit Zutritt zu allen Diensträumen, die der Verarbeitung und
Aufbewahrung automatisierter Dateien dienen, zu gewähren, soweit nicht sonstige
kirchliche Vorschriften entgegenstehen.

(3)  Der Diözesandatenschutzbeauftragte erstellt jährlich einen Tätigkeitsbericht, der
dem Bischof vorgelegt und der Öffentlichkeit zugänglich gemacht wird. Der Tätigkeits-
bericht soll auch eine Darstellung der wesentlichen Entwicklungen des Datenschutzes
im nichtkirchlichen Bereich enthalten.

(4)  Der Diözesandatenschutzbeauftragte wirkt auf die Zusammenarbeit mit den kirchli-
chen Stellen, insbesondere mit den anderen Diözesandatenschutzbeauftragten, hin.

(5)  Zu seinem Aufgabenbereich gehört die Zusammenarbeit mit den staatlichen Beauf-
tragten für den Datenschutz.

§ 19
Beanstandungen durch den Diözesandatenschutzbeauftragten

(1)  Stellt der Diözesandatenschutzbeauftragte Verstöße gegen Vorschriften dieser An-
ordnung oder gegen andere Datenschutzbestimmungen oder sonstige Mängel bei der
Verarbeitung personenbezogener Daten fest, so beanstandet er diese unter Setzung einer
angemessenen Frist zur Behebung gegenüber der betroffenen kirchlichen Dienststelle.

(2)  Wird die Beanstandung nicht fristgerecht behoben, so verständigt der Diözesanda-
tenschutzbeauftragte die Aufsicht führende Stelle und fordert sie zu einer Stellungnahme
auf.

(3)  Der Diözesandatenschutzbeauftragte kann von einer Beanstandung absehen oder
auf eine Stellungnahme der Aufsicht führenden Stelle verzichten, wenn es sich um
unerhebliche Mängel handelt, deren Behebung mittlerweile erfolgt ist.

(4)  Mit der Beanstandung kann der Diözesandatenschutzbeauftragte Vorschläge zur
Beseitigung der Mängel und zur sonstigen Verbesserung des Datenschutzes verbinden.

(5)  Die gemäß Abs. 2 abzugebende Stellungnahme soll auch eine Darstellung der
Maßnahmen enthalten, die aufgrund der Beanstandungen des Diözesandatenschutzbe-
auftragten getroffen worden sind.

(6)  Zur Gewährleistung der Vorschriften dieser Anordnung und anderer Vorschriften
über den Datenschutz kann der Diözesandatenschutzbeauftragte gegenüber der betroffe-
nen Dienststelle Maßnahmen zur Beseitigung festgestellter Verstöße bei der Erhebung,
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Verarbeitung oder Nutzung personenbezogener Daten oder technischer und organisatori-
scher Mängel anordnen. Wird diese Anordnung nicht fristgemäß umgesetzt, hat sich der
Diözesandatenschutzbeauftragte an die Aufsicht führende Stelle zu wenden, die zeitnah
über die notwendigen Maßnahmen entscheidet.

§ 20
Betrieblicher Beauftragter für den Datenschutz

(1)  Kirchliche Stellen im Sinne des § 1 Abs. 2, die personenbezogene Daten automa-
tisiert erheben, verarbeiten oder nutzen, können einen betrieblichen Datenschutzbeauf-
tragten schriftlich bestellen.

(2)  Sind mit der automatisierten Datenerhebung, -verarbeitung oder -nutzung mehr als
zehn Personen befasst, so soll ein betrieblicher Datenschutzbeauftragter bestellt werden.

(3)  Zum betrieblichen Datenschutzbeauftragten darf nur bestellt werden, wer die zur
Erfüllung seiner Aufgaben erforderliche Fachkunde und Zuverlässigkeit besitzt. Mit die-
ser Aufgabe kann auch eine Person außerhalb der kirchlichen Stelle betraut werden. Ein
betrieblicher Datenschutzbeauftragter kann von mehreren kirchlichen Stellen bestellt
werden.

(4)  Der betriebliche Datenschutzbeauftragte ist dem Leiter der kirchlichen Stelle unmit-
telbar zu unterstellen. Er ist in Ausübung seiner Fachkunde auf dem Gebiet des Daten-
schutzes weisungsfrei. Er darf wegen der Erfüllung seiner Aufgaben nicht benachteiligt
werden.

(5)  Die kirchlichen Stellen haben den betrieblichen Datenschutzbeauftragten bei der
Erfüllung seiner Aufgaben zu unterstützen. Betroffene können sich jederzeit an den
betrieblichen Datenschutzbeauftragten wenden.

(6)  Ist ein betrieblicher Beauftragter für den Datenschutz bestellt worden, so ist die
Kündigung seines Arbeitsverhältnisses unzulässig, es sei denn, dass Tatsachen vorlie-
gen, welche die verantwortliche Stelle zur Kündigung aus wichtigem Grund ohne
Einhaltung der Kündigungsfrist berechtigen. Nach der Abberufung als betrieblicher
Beauftragter für den Datenschutz ist die Kündigung innerhalb eines Jahres nach der
Beendigung der Bestellung unzulässig, es sei denn, dass die verantwortliche Stelle zur
Kündigung aus wichtigem Grund ohne Einhaltung einer Kündigungsfrist berechtigt ist.

(7)  Zur Erhaltung der zur Erfüllung seiner Aufgaben erforderlichen Fachkunde hat
die verantwortliche Stelle dem betrieblichen Beauftragten für den Datenschutz die
Teilnahme an Fort- und Weiterbildungsveranstaltungen in angemessenem Umfang zu
ermöglichen und deren Kosten zu übernehmen.

(8)  Im Übrigen findet § 16 entsprechende Anwendung.
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(9)  Sind mit der automatisierten Datenerhebung, -verarbeitung oder -nutzung weniger
als elf Personen befasst, kann die Erfüllung der Aufgaben des betrieblichen Daten-
schutzbeauftragten in anderer Weise geregelt werden.

§ 21
Aufgaben des betrieblichen Datenschutzbeauftragten

(1)  Der betriebliche Datenschutzbeauftragte wirkt auf die Einhaltung dieser Anordnung
und anderer Vorschriften über den Datenschutz hin. Zu diesem Zweck kann er sich in
Zweifelsfällen an den Diözesandatenschutzbeauftragten gemäß § 16 KDO wenden. Er
hat insbesondere

1. die ordnungsgemäße Anwendung der Datenverarbeitungsprogramme, mit deren Hil-
fe personenbezogene Daten verarbeitet werden sollen, zu überwachen; zu diesem
Zweck ist er über Vorhaben der automatisierten Verarbeitung personenbezogener
Daten rechtzeitig zu unterrichten,

2. die bei der Verarbeitung personenbezogener Daten tätigen Personen durch geeignete
Maßnahmen mit den Vorschriften dieser Anordnung sowie anderer Vorschriften über
den Datenschutz und mit den jeweiligen besonderen Erfordernissen des Datenschut-
zes vertraut zu machen.

(2)  Dem betrieblichen Datenschutzbeauftragten ist von der verantwortlichen Stelle eine
Übersicht nach § 3a Abs. 2 zur Verfügung zu stellen.

(3)  Der betriebliche Datenschutzbeauftragte macht die Angaben nach § 3a Abs. 2 Nr. 1
bis 7 auf Antrag jedermann in geeigneter Weise verfügbar, der ein berechtigtes Interesse
nachweist.

§ 22
Ermächtigungen

Die zur Durchführung dieser Anordnung erforderlichen Regelungen trifft der Generalvi-
kar. Er legt insbesondere fest:

a) den Inhalt der Meldung gemäß § 3a,

b) den Inhalt der schriftlichen Verpflichtungserklärung gemäß § 4 Satz 2,

c) die technischen und organisatorischen Maßnahmen gemäß § 6 Satz 1,

d) die Erfüllung der Aufgaben des betrieblichen Datenschutzes gemäß § 20 Abs. 9.

§ 23
Schlussbestimmung

Diese Anordnung tritt am 01.01.2004 in Kraft. Gleichzeitig tritt die Anordnung über den
kirchlichen Datenschutz - KDO vom 01.01.1994 außer Kraft.
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Würzburg, 24.11.2003

Karl Kardinal Lehmann
Vorsitzender der Vollversammlung des
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