Kirchlicher Datenschutz. Anordnung KDA B.9.10 Archiv

Anordnung iiber den kirchlichen Datenschutz — KDO —
vom 24. November 2003

(Kirchliches Amtsblatt fiir die Diézese Mainz 2004, Nr. 2, Ziff. 20, S. 15 ff.),
zuletzt gedndert am 15. Januar 2014
(Kirchliches Amtsblatt fiir die Didzese Mainz 2014, Nr. 2, Ziff. 25, S. 28 ff.)

Priambel

Aufgabe der Datenverarbeitung im kirchlichen Bereich ist es, die Téatigkeit der Dienst-
stellen und Einrichtungen der Katholischen Kirche zu fordern. Dabei muf3 gewédhrleistet
sein, dafl der einzelne durch den Umgang mit seinen personenbezogenen Daten in
seinem Personlichkeitsrecht geschiitzt wird. Aufgrund des Rechtes der Katholischen
Kirche, ihre Angelegenheiten selbst zu regeln, wird zu diesem Zweck die folgende
Anordnung erlassen:

§1
Zweck und Anwendungsbereich
(1) Zweck dieser Anordnung ist es, den einzelnen davor zu schiitzen, dafl er durch
den Umgang mit seinen personenbezogenen Daten in seinem Personlichkeitsrecht beein-
trachtigt wird.

(2) Diese Anordnung gilt fiir die Erhebung, Verarbeitung und Nutzung personenbezo-
gener Daten durch:

1. das Bistum, die Kirchengemeinden, die Kirchenstiftungen und die Kirchengemein-
deverbande,

2. den Deutschen Caritasverband, die Didzesan- Caritasverbénde, ihre Untergliederun-
gen und ihre Fachverbdnde ohne Riicksicht auf ihre Rechtsform,

3. die kirchlichen Korperschaften, Stiftungen, Anstalten, Werke, Einrichtungen und die
sonstigen kirchlichen Rechtstrager ohne Riicksicht auf ihre Rechtsform.

(3) Soweit besondere kirchliche oder staatliche Rechtsvorschriften auf personenbezo-
gene Daten einschlieBlich deren Verdffentlichung anzuwenden sind, gehen sie den
Vorschriften dieser Anordnung vor. Die Verpflichtung zur Wahrung des Beicht- und
Seelsorgegeheimnisses, anderer gesetzlicher Geheimhaltungspflichten oder von anderen
Berufs - oder besonderen Amtsgeheimnissen, die nicht auf gesetzlichen Vorschriften
beruhen, bleibt unberiihrt.
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§2
Begriffsbestimmungen
(1) Personenbezogene Daten sind Einzelangaben iiber personliche oder sachliche Ver-
héltnisse einer bestimmten oder bestimmbaren natiirlichen Person (Betroffener).

(2) Automatisierte Verarbeitung ist die Erhebung, Verarbeitung oder Nutzung personen-
bezogener Daten unter Einsatz von Datenverarbeitungsanlagen. Eine nicht automatisier-
te Datei ist jede nicht automatisierte Sammlung personenbezogener Daten, die gleich-
artig aufgebaut ist und nach bestimmten Merkmalen zugiinglich ist und ausgewertet
werden kann.

(3) Erheben ist das Beschaffen von Daten iiber den Betroffenen.

(4) Verarbeiten ist das Speichern, Veréindern, Ubermitteln, Sperren und Loschen perso-
nenbezogener Daten. Im einzelnen ist, ungeachtet der dabei angewendeten Verfahren,

1. Speichern das Erfassen, Aufnehmen oder Aufbewahren personenbezogener Daten
auf einem Datentridger zum Zwecke ihrer weiteren Verarbeitung oder Nutzung,

2. Verdndern das inhaltliche Umgestalten gespeicherter personenbezogener Daten,

Ubermitteln das Bekanntgeben gespeicherter oder durch Datenverarbeitung gewon-
nener personenbezogener Daten an einen Dritten in der Weise, dass

a) die Daten an den Dritten weitergegeben werden oder

b) der Dritte zur Einsicht oder zum Abruf bereitgehaltene Daten einsieht oder
abruft,

4. Sperren das Kennzeichnen gespeicherter personenbezogener Daten, um ihre weitere
Verarbeitung oder Nutzung einzuschrianken,

5. Lbéschen das Unkenntlichmachen gespeicherter personenbezogener Daten.

(5) Nutzen ist jede Verwendung personenbezogener Daten, soweit es sich nicht um
Verarbeitung handelt.

(6) Anonymisieren ist das Verdndern personenbezogener Daten derart, dafl die Einzel-
angaben tiber personliche oder sachliche Verhéltnisse nicht mehr oder nur mit einem
unverhéltnismaBig grofen Aufwand an Zeit, Kosten und Arbeitskraft einer bestimmten
oder bestimmbaren natiirlichen Person zugeordnet werden kdnnen.

(7) Pseudonymisieren ist das Ersetzen des Namens und anderer Identifikationsmerkma-
le durch ein Kennzeichen zu dem Zweck, die Bestimmung des Betroffenen auszuschlie-
Ben oder wesentlich zu erschweren.

(8) Verantwortliche Stelle ist jede Person oder Stelle, die personenbezogene Daten fiir
sich selbst erhebt, verarbeitet oder nutzt oder dies durch andere im Auftrag vornehmen
lasst
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(9) Empféanger ist jede Person oder Stelle, die Daten erhélt. Dritter ist jede Person
oder Stelle auBerhalb der verantwortlichen Stelle. Dritte sind nicht der Betroffene sowie
diejenigen Personen und Stellen, die im Geltungsbereich dieser Anordnung personenbe-
zogene Daten im Auftrag erheben, verarbeiten oder nutzen.

(10) Besondere Arten personenbezogener Daten sind Angaben iiber die rassische und
ethnische Herkunft, politische Meinungen, religidse oder philosophische Uberzeugun-
gen, Gewerkschaftszugehorigkeit, Gesundheit oder Sexualleben. Dazu gehort nicht die
Zugehorigkeit zu einer Kirche oder sonstigen Religionsgemeinschaft.

(11) Mobile personenbezogene Speicher- und Verarbeitungsmedien sind Datentréger

1. die an den Betroffenen ausgegeben werden,

2. auf denen personenbezogene Daten iiber die Speicherung hinaus durch die ausge-
bende oder eine andere Stelle automatisiert verarbeitet werden kénnen und

3. bei denen der Betroffene diese Verarbeitung nur durch den Gebrauch des Mediums
beeinflussen kann.

(12) Beschiftigte sind insbesondere

1. Kleriker, Kandidaten fiir das Priesteramt oder in einem kirchlichen Beamtenverhélt-
nis stehende Personen,

2. Ordensangehdrige, soweit sie auf einer Planstelle in einer Einrichtung der eigenen
Ordensgemeinschaft oder aufgrund eines Gestellungsvertrages tétig sind,

3. in einem Arbeitsverhiltnis stehende Personen,
4. zu ihrer Berufsbildung titige Personen mit Ausnahme der Postulanten und Novizen,

Teilnehmende an Leistungen zur Teilhabe am Arbeitsleben, sowie an Abkldrungen
der beruflichen Eignung oder Arbeitserprobungen (Rehabilitationen),

6. in anerkannten Werkstétten fiir behinderte Menschen tétige Personen, 7. nach dem
Bundesfreiwilligendienstgesetz oder in vergleichbaren Diensten tdtige Personen,

7. Personen, die wegen ihrer wirtschaftlichen Unselbsténdigkeit als arbeitnehmerahnli-
che Personen anzusehen sind; zu diesen gehdren auch die in Heimarbeit Beschéftig-
ten und die ihnen Gleichgestellten,

8. sich fiir ein Beschéftigungsverhéltnis Bewerbende, sowie Personen, deren Beschéfti-
gungsverhiltnis beendet ist.

§2a
Datenvermeidung und Datensparsamkeit
Die Erhebung, Verarbeitung und Nutzung personenbezogener Daten und die Auswahl
und Gestaltung von Datenverarbeitungssystemen sind an dem Ziel auszurichten, so
wenig personenbezogene Daten wie mdglich zu erheben, zu verarbeiten oder zu nutzen.
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Insbesondere sind personenbezogene Daten zu anonymisieren oder zu pseudonymisie-
ren, soweit dies nach dem Verwendungszweck moglich ist und der Aufwand nicht auler
Verhiltnis zum angestrebten Schutzzweck steht.

§3
Zulissigkeit der Datenerhebung, -verarbeitung oder -nutzung
(1) Die Erhebung, Verarbeitung oder Nutzung personenbezogener Daten ist nur zulés-
sig, soweit

1. diese Anordnung oder eine andere kirchliche oder eine staatliche Rechtsvorschrift
sie erlaubt oder anordnet oder

2. der Betroffene eingewilligt hat.

(2) Wird die Einwilligung bei dem Betroffenen eingeholt, ist er auf den Zweck der
Erhebung, Verarbeitung oder Nutzung sowie, soweit nach den Umsténden des Einzelfal-
les erforderlich oder auf Verlangen, auf die Folgen der Verweigerung der Einwilligung
hinzuweisen. Die Einwilligung ist nur wirksam, wenn sie auf der freien Entscheidung
des Betroffenen beruht. Sie bedarf der Schriftform, soweit nicht wegen besonderer
Umsténde eine andere Form angemessen ist. Soll die Einwilligung zusammen mit ande-
ren Erkldrungen schriftlich erteilt werden, ist die Einwilligungserkldrung im dufBleren
Erscheinungsbild der Erklarung hervorzuheben.

(3) Im Bereich der wissenschaftlichen Forschung liegt ein besonderer Umstand im
Sinne von Abs. 2 Satz 3 auch dann vor, wenn durch die Schriftform der bestimmte
Forschungszweck erheblich beeintrachtigt wiirde. In diesem Fall sind der Hinweis nach
Abs. 2 Satz 1 und die Griinde, aus denen sich die erhebliche Beeintrichtigung des
bestimmten Forschungszweckes ergibt, schriftlich festzuhalten.

(4) Soweit besondere Arten personenbezogener Daten (§ 2 Abs. 10) erhoben, verarbei-
tet oder genutzt werden, muss sich die Einwilligung dariiber hinaus ausdriicklich auf
diese Daten bezichen.

(5) Soweit automatisierte Verarbeitungen besondere Risiken fiir die Rechte und Freihei-
ten der Betroffenen aufweisen, unterliegen sie der Priifung vor Beginn der Verarbeitung
(Vorabkontrolle). Eine Vorabkontrolle ist insbesondere durchzufiihren, wenn

1. besondere Arten personenbezogener Daten (§ 2 Abs. 10) verarbeitet werden oder

2. die Verarbeitung personenbezogener Daten dazu bestimmt ist, die Personlichkeit
des Betroffenen zu bewerten einschlieflich seiner Fahigkeiten, seiner Leistung oder
seines Verhaltens, es sei denn, dass eine gesetzliche Verpflichtung oder eine Einwil-
ligung des Betroffenen vorliegt oder die Erhebung, Verarbeitung oder Nutzung fiir
die Begriindung, Durchfiihrung oder Beendigung eines rechtsgeschiftlichen oder
rechtsgeschéftsdhnlichen Schuldverhéltnisses mit dem Betroffenen erforderlich ist.
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(6) Zustindig fiir die Vorabkontrolle ist der betriebliche Datenschutzbeauftragte; soweit
kein betrieblicher Datenschutzbeauftragter bestellt ist, ist fiir die Vorabkontrolle der
Dibdzesandatenschutzbeauftragte zustindig.

§3a
Meldepflicht und Verzeichnis
(1) Die in § 1 Abs. 2 genannten Stellen sind verpflichtet, Verfahren automatisierter
Verarbeitung vor Inbetriebnahme dem Didzesandatenschutzbeauftragten zu melden.

(2) Die Meldung hat folgende Angaben zu enthalten:
1. Name und Anschrift der verantwortlichen Stelle,

2. Vorstinde, Geschiftsfithrer oder sonstige gesetzliche oder nach der Verfassung der
Stelle berufene Leiter und die mit der Leitung der Datenverarbeitung beauftragten
Personen,

3. Zweckbestimmungen der Datenerhebung, -verarbeitung oder -nutzung,

4. eine Beschreibung der betroffenen Personengruppen und der diesbeziiglichen Daten
oder Datenkategorien,

5. Empfanger oder Kategorien von Empfingern, denen die Daten mitgeteilt werden
konnen,

6. Regelftristen fiir die Loschung der Daten,
eine geplante Dateniibermittlung ins Ausland,

eine allgemeine Beschreibung, die es ermdglicht, vorldufig zu beurteilen, ob die
Mafnahmen nach § 6 KDO zur Gewihrleistung der Sicherheit der Bearbeitung
angemessen sind,

9. zugriffsberechtigte Personen.

(3) Die Meldepflicht entfillt, wenn fiir die verantwortliche Stelle ein betrieblicher Da-
tenschutzbeauftragter nach § 20 bestellt wurde. Sie entféllt ferner, wenn die verantwort-
liche Stelle personenbezogene Daten fiir eigene Zwecke erhebt, verarbeitet oder nutzt,
hierbei in der Regel hochstens zehn Personen stindig mit der Erhebung, Verarbeitung
oder Nutzung personenbezogener Daten beschéftigt und entweder eine Einwilligung
des Betroffenen vorliegt oder die Erhebung, Verarbeitung oder Nutzung fiir die Begriin-
dung, Durchfiihrung oder Beendigung eines rechtsgeschiftlichen oder rechtsgeschéfts-
dhnlichen Schuldverhéltnisses mit dem Betroffenen erforderlich ist.

(4) Die Angaben nach Abs. 2 sind von der kirchlichen Stelle in einem Verzeichnis
vorzuhalten. Sie macht die Angaben nach Abs. 2 Nr. 1 bis 7 auf Antrag jedermann in
geeigneter Weise verfiigbar, der ein berechtigtes Interesse nachweist.
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§4
Datengeheimnis
Den bei der Datenverarbeitung titigen Personen ist untersagt, personenbezogene Daten
unbefugt zu erheben, zu verarbeiten oder zu nutzen (Datengeheimnis). Diese Personen
sind bei der Aufnahme ihrer Tétigkeit auf das Datengeheimnis schriftlich zu verpflich-
ten. Das Datengeheimnis besteht auch nach Beendigung ihrer Tatigkeit fort.

§5
Unabdingbare Rechte des Betroffenen
(1) Die Rechte des Betroffenen auf Auskunft (§ 13) und auf Berichtigung, Loschung
oder Sperrung (§ 14) konnen nicht durch Rechtsgeschéft ausgeschlossen oder be-
schrankt werden.

(2) Sind die Daten des Betroffenen automatisiert in einer Weise gespeichert, dass
mehrere Stellen speicherungsberechtigt sind, und ist der Betroffene nicht in der Lage,
festzustellen, welche Stelle die Daten gespeichert hat, so kann er sich an jede dieser
Stellen wenden. Diese ist verpflichtet, das Vorbringen des Betroffenen an die Stelle, die
die Daten gespeichert hat, weiterzuleiten. Der Betroffene ist {iber die Weiterleitung und
jene zu unterrichten.

§5a
Beobachtung o6ffentlich zugénglicher Riume mit optisch-elektronischen
Einrichtungen

(1) Die Beobachtung offentlich zuginglicher Rdume mit optisch-elektronischen Ein-
richtungen (Videotiberwachung) ist nur zuldssig, soweit sie

1. zur Aufgabenerfiillung oder zur Wahrnehmung des Hausrechts oder

2. zur Wahrnehmung berechtigter Interessen fiir konkret festgelegte Zwecke erforder-
lich ist und keine Anhaltspunkte bestehen, dass schutzwiirdige Interessen der Betrof-
fenen liberwiegen.

(2) Der Umstand der Beobachtung und die verantwortliche Stelle sind durch geeignete
MaBnahmen erkennbar zu machen.

(3) Die Verarbeitung oder Nutzung von nach Absatz 1 erhobenen Daten ist zuléssig,
wenn sie zum Erreichen des verfolgten Zwecks erforderlich ist und keine Anhaltspunkte
bestehen, dass schutzwiirdige Interessen der Betroffenen iiberwiegen.

(4) Werden durch Videoiiberwachung erhobene Daten einer bestimmten Person zuge-
ordnet, ist diese liber eine Verarbeitung oder Nutzung entsprechend § 13 a zu benach-
richtigen.
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(5) Die Daten sind unverziiglich zu 16schen, wenn sie zur Erreichung des Zwecks nicht
mehr erforderlich sind oder schutzwiirdige Interessen der Betroffenen einer weiteren
Speicherung entgegenstehen.

§5b
Mobile personenbezogene Speicher- und Verarbeitungsmedien

(1) Die Stelle, die ein mobiles personenbezogenes Speicher- und Verarbeitungsmedium
ausgibt oder ein Verfahren zur automatisierten Verarbeitung personenbezogener Daten,
das ganz oder teilweise auf einem solchen Medium ablduft, auf das Medium aufbringt,
dndert oder hierzu bereithilt, muss den Betroffenen

1. dber ihre Identitdt und Anschrift,

2. 1in allgemein verstindlicher Form iiber die Funktionsweise des Mediums einschlief3-
lich der Art der zu verarbeitenden personenbezogenen Daten,

3. dariiber, wie er seine Rechte nach den §§ 13 und 14 ausiiben kann und iiber die
bei Verlust oder Zerstorung des Mediums zu treffenden Mallnahmen unterrichten,
soweit der Betroffene nicht bereits Kenntnis erlangt hat.

(2) Die nach Absatz 1 verpflichtete Stelle hat daflir Sorge zu tragen, dass die zur
Wahrnehmung des Auskunftsrechts erforderlichen Gerédte oder Einrichtungen in ange-
messenem Umfang zum unentgeltlichen Gebrauch zur Verfiigung stehen.

(3) Kommunikationsvorgénge, die auf dem Medium eine Datenverarbeitung ausldsen,
missen flir den Betroffenen eindeutig erkennbar sein.

§6
Technische und organisatorische Maflnahmen
Kirchliche Stellen im Geltungsbereich des § 1 Abs. 2, die selbst oder im Auftrag
personenbezogene Daten erheben, verarbeiten oder nutzen, haben die technischen und
organisatorischen Maflnahmen zu treffen, die erforderlich sind, um die Ausfiihrung der
Vorschriften dieser Anordnung, insbesondere die in der Anlage zu dieser Anordnung
genannten Anforderungen zu gewéhrleisten. Erforderlich sind Maflnahmen nur, wenn ihr
Aufwand in einem angemessenen Verhiltnis zu dem angestrebten Schutzzweck steht.

§7
Einrichtung automatisierter Abrufverfahren
(1) Die Einrichtung eines automatisierten Verfahrens, das die Ubermittlung personen-
bezogener Daten durch Abruf ermdglicht, ist zulédssig, soweit dieses Verfahren unter
Beriicksichtigung der schutzwiirdigen Interessen der Betroffenen und der Aufgaben
oder Geschéftszwecke der beteiligten Stellen angemessen ist. Die Vorschriften {iber die
Zuléssigkeit des einzelnen Abrufes bleiben unbertihrt.
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(2) Die beteiligten Stellen haben zu gewihrleisten, daf3 die Zuldssigkeit des Abrufver-
fahrens kontrolliert erden kann. Hierzu haben sie schriftlich festzulegen:

1. Anlass und Zweck des Abrufverfahrens,

2. Dritte, an die ibermittelt wird,

3. Artder zu libermittelnden Daten,

4. nach § 6 erforderliche technische und organisatorische Mafinahmen.

(3) Uber die Einrichtung von Abrufverfahren ist der Didzesandatenschutzbeauftragte
unter Mitteilung der Festlegungen des Abs. 2 zu unterrichten.

(4) Die Verantwortung fiir die Zuldssigkeit des einzelnen Abrufs trdgt der Dritte, an
den iibermittelt wird. Die speichernde Stelle priift die Zulédssigkeit der Abrufe nur, wenn
dazu Anlass besteht. Die speichernde Stelle hat zu gewihrleisten, daB die Ubermittlung
personenbezogener Daten zumindest durch geeignete Stichprobenverfahren festgestellt
und tiberpriift werden kann. Wird ein Gesamtbestand personenbezogener Daten abgeru-
fen oder iibermittelt (Stapelverarbeitung), so bezieht sich die Gewéhrleistung der Fest-
stellung und Uberpriifung nur auf die Zulissigkeit des Abrufes oder der Ubermittlung
des Gesamtbestandes.

(5) Die Absidtze 1 bis 4 gelten nicht fiir den Abruf allgemein zugénglicher Daten.
Allgemein zuginglich sind Daten, die jedermann, sei es ohne oder nach vorheriger
Anmeldung, Zulassung oder Entrichtung eines Entgelts nutzen kann.

§8

Erhebung, Verarbeitung oder Nutzung personenbezogener Daten im Auftrag

(1) Werden personenbezogene Daten im Auftrag durch andere Stellen erhoben, verar-
beitet oder genutzt, ist der Auftraggeber fiir die Einhaltung der Vorschriften dieser
Anordnung und anderer Vorschriften iiber den Datenschutz verantwortlich. Die in § 5
genannten Rechte sind ihm gegeniiber geltend zu machen.

(2) Der Auftragnehmer ist unter besonderer Beriicksichtigung der Eignung der von ihm
getroffenen technischen und organisatorischen MaBnahmen sorgfaltig auszuwéhlen. Der
Auftrag ist schriftlich zu erteilen, wobei insbesondere im Einzelnen festzulegen sind:

1. der Gegenstand und die Dauer des Auftrags,

2. der Umfang, die Art und der Zweck der vorgesehenen Erhebung, Verarbeitung oder
Nutzung von Daten, die Art der Daten und der Kreis der Betroffenen,

die nach § 6 zu treffenden technischen und organisatorischen Mafinahmen,
4. die Berichtigung, Léschung und Sperrung von Daten,

die Pflichten des Auftragnehmers, insbesondere die von ihm vorzunehmenden Kon-
trollen,
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die etwaige Berechtigung zur Begriindung von Unterauftragsverhéltnissen,

7. die Kontrollrechte des Auftraggebers und die entsprechenden Duldungs- und Mit-
wirkungspflichten des Auftragnehmers,

8. mitzuteilende VerstoBe des Auftragnehmers oder der bei ihm beschéftigten Perso-
nen gegen Vorschriften zum Schutz personenbezogener Daten oder gegen die im
Auftrag getroffenen Festlegungen,

9. der Umfang der Weisungsbefugnisse, die sich der Auftraggeber gegeniiber dem
Auftragnehmer vorbehilt,

10. die Riickgabe tberlassener Datentrdger und die Loschung beim Auftragnehmer
gespeicherter Daten nach Beendigung des Auftrags.

Der Auftraggeber hat sich vor Beginn der Datenverarbeitung und sodann regelmafig
von der Einhaltung der beim Auftragnehmer getroffenen technischen und organisatori-
schen Maflnahmen zu {iberzeugen. Das Ergebnis ist zu dokumentieren.

(3) Der Auftragnehmer darf die Daten nur im Rahmen der Weisungen des Auftragge-
bers erheben, verarbeiten oder nutzen. Ist er der Ansicht, dass eine Weisung des Auftrag-
gebers gegen dieses Gesetz oder andere Vorschriften iiber den Datenschutz verstoft, hat
er den Auftraggeber unverziiglich darauthinzuweisen.

(4) Die Absitze 1 bis 3 gelten entsprechend, wenn die Priifung oder Wartung au-
tomatisierter Verfahren oder von Datenverarbeitungsanlagen durch andere Stellen im
Auftrag vorgenommen wird und dabei ein Zugriff auf personenbezogene Daten nicht
ausgeschlossen werden kann.

§9

Datenerhebung

(1) Das Erheben personenbezogener Daten ist zuldssig, wenn ihre Kenntnis zur Erfiil-
lung der Aufgaben der verantwortlichen Stellen erforderlich ist.

(2) Personenbezogene Daten sind beim Betroffenen zu erheben. Ohne seine Mitwir-
kung diirfen sie nur erhoben werden, wenn

1. eine Rechtsvorschrift dies vorsieht oder zwingend voraussetzt oder

2. a) die zu erflillende Aufgabe ihrer Art nach eine Erhebung bei anderen Personen
oder Stellen erforderlich macht oder

b) die Erhebung beim Betroffenen einen unverhéltnismifBigen Aufwand erfordern
wiirde

und keine Anhaltspunkte dafiir bestehen, dal {iberwiegende schutzwiirdige Interessen
des Betroffenen beeintrachtigt werden.

(3) Werden personenbezogene Daten beim Betroffenen erhoben, so ist er, sofern er
nicht bereits auf andere Weise Kenntnis erlangt hat, von der verantwortlichen Stelle tiber
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1. die Identitdt der verantwortlichen Stelle,
2. die Zweckbestimmung der Erhebung, Verarbeitung oder Nutzung und

3. die Kategorien von Empfingern nur, soweit der Betroffene nach den Umstinden des
Einzelfalles nicht mit der Ubermittlung an diese rechnen mub,

zu unterrichten. Werden sie beim Betroffenen aufgrund einer Rechtsvorschrift erhoben,
die zur Auskunft verpflichtet, oder ist die Erteilung der Auskunft Voraussetzung fiir
die Gewidhrung von Rechtsvorteilen, so ist der Betroffene hierauf sonst auf die Frei-
willigkeit seiner Angaben hinzuweisen. Soweit nach den Umstidnden des Einzelfalles
erforderlich oder auf Verlangen ist er iiber die Rechtsvorschrift und iiber die Folgen der
Verweigerung von Angaben aufzukldren.

(4) Werden personenbezogene Daten statt beim Betroffenen bei einer nichtkirchlichen
Stelle erhoben, so ist die Stelle auf die Rechtsvorschrift, die zur Auskunft erméchtigt,
sonst auf die Freiwilligkeit ihrer Angaben, hinzuweisen.

(5) Das Erheben besonderer Arten personenbezogener Daten (§ 2 Abs. 10) ist nur
zulédssig, soweit

1. eine Rechtsvorschrift dies vorsicht oder dies aus Griinden eines wichtigen offentli-
chen Interesses zwingend erforderlich ist,

2. der Betroffene nach Mafigabe des § 3 Abs. 4 eingewilligt hat,

dies zum Schutz lebenswichtiger Interessen des Betroffenen oder eines Dritten
erforderlich ist, sofern der Betroffene aus physischen oder rechtlichen Griinden
auBerstande ist, seine Einwilligung zu geben,

4. es sich um Daten handelt, die der Betroffene offenkundig 6ffentlich gemacht hat
oder es zur Geltendmachung, Ausiibung oder Verteidigung rechtlicher Anspriiche
vor Gericht erforderlich ist,

5. dies zur Abwehr einer erheblichen Gefahr fiir die 6ffentliche Sicherheit erforderlich
ist oder dies zur Abwehr erheblicher Nachteile fiir das Gemeinwohl oder zur Wah-
rung erheblicher Belange des Gemeinwohls zwingend erforderlich ist,

der Auftrag der Kirche oder die Glaubwiirdigkeit ihres Dienstes dies erfordert,

7. dies zum Zweck der Gesundheitsvorsorge, der medizinischen Diagnostik, der Ge-
sundheitsversorgung oder Behandlung oder fiir die Verwaltung von Gesundheits-
diensten erforderlich ist und die Verarbeitung dieser Daten durch drztliches Personal
oder durch sonstige Personen erfolgt, die einer entsprechenden Geheimhaltungs-
pflicht unterliegen,

8. dies zur Durchfithrung wissenschaftlicher Forschung erforderlich ist, das wissen-
schaftliche Interesse an der Durchfithrung des Forschungsvorhabens das Interesse
des Betroffenen an dem Ausschluss der Erhebung erheblich iiberwiegt und der
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Zweck der Forschung auf andere Weise nicht oder nur mit unverhdltnisméfigem
Aufwand erreicht werden kann,

9. dies zur Eingehung, Durchfiihrung, Beendigung oder Abwicklung des Dienst- oder
Arbeitsverhiltnisses erforderlich ist.

§10
Datenspeicherung, -verinderung und -nutzung

(1) Das Speichern, Verdndern oder Nutzen personenbezogener Daten ist zuldssig, wenn
es zur Erflillung der in der Zustindigkeit der verantwortlichen Stelle liegenden Aufga-
ben erforderlich ist und es fiir die Zwecke erfolgt fiir die die Daten erhoben worden sind.
Ist keine Erhebung vorausgegangen, diirfen die Daten nur fiir die Zwecke geéndert oder
genutzt werden, flir die sie gespeichert worden sind.

(2) Das Speichern, Verdndern oder Nutzen fiir andere Zwecke ist nur zuldssig, wenn

1. eine Rechtsvorschrift dies vorsieht oder zwingend voraussetzt und kirchliche Inter-
essen nicht entgegenstehen,

2. der Betroffene eingewilligt hat,

3. offensichtlich ist, dal es im Interesse des Betroffenen liegt, und kein Grund zu
der Annahme besteht, dafl er in Kenntnis des anderen Zwecks seine Einwilligung
verweigern wiirde,

4. Angaben des Betroffenen tiberpriift werden miissen, weil tatsdchliche Anhaltspunk-
te fiir deren Unrichtigkeit bestehen,

5. die Daten allgemein zugénglich sind oder die verantwortliche Stelle sie verdffentli-
chen diirfte, es sei den, dass das schutzwiirdige Interesse des Betroffenen an dem
Ausschluss der Zweckéinderung offensichtlich iiberwiegt,

6. es zur Abwehr einer Gefahr fiir die 6ffentliche Sicherheit oder erheblicher Nachtei-
le fiir das Gemeinwohl oder zur Wahrung erheblicher Belange des Gemeinwohls
erforderlich ist,

7. es zur Verfolgung von Straftaten oder Ordnungswidrigkeiten, zur Vollstreckung
oder zum Vollzug von Strafen oder Maflnahmen im Sinne des § 11 Abs. 1 Nr. 8
des Strafgesetzbuches oder von Erziehungsmalregeln oder Zuchtmitteln im Sinne
des Jugendgerichtsgesetzes oder zur Vollstreckung von BufBigeldentscheidungen
erforderlich ist,

8. es zur Abwehr einer schwerwiegenden Beeintrachtigung der Rechte einer anderen
Person erforderlich ist oder

9. es zur Durchfiihrung wissenschaftlicher Forschung erforderlich ist, das wissen-
schaftliche Interesse an der Durchfithrung des Forschungsvorhabens das Interesse
des Betroffenen an dem Ausschluss der Zweckénderung erheblich iiberwiegt und
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der Zweck der Forschung auf andere Weise nicht oder nur mit unverhdltnisméfi-
gem Aufwand erreicht werden kann.

10. der Auftrag der Kirche oder die Glaubwiirdigkeit ihres Dienstes dies erfordert.

(3) Eine Verarbeitung oder Nutzung fiir andere Zwecke liegt nicht vor, wenn sie der
Wahrnehmung von Aufsichts- und Kontrollbefugnissen, der Rechnungspriifung oder der
Durchfiihrung von Organisationsuntersuchungen fiir die verantwortliche Stelle dient.
Das gilt auch fiir die Verarbeitung oder Nutzung zu Ausbildungs- und riifungszwecken
durch die verantwortliche Stelle, soweit nicht iberwiegende schutzwiirdige Interessen
des Betroffenen entgegenstehen.

(4) Personenbezogene Daten, die ausschlieBlich zu Zwecken der Datenschutzkontrolle,
der Datensicherung oder zur Sicherstellung eines ordnungsgemiflen Betriebes einer
Datenverarbeitungsanlage gespeichert werden, diirfen nur fiir diese Zwecke verwendet
werden.

(5) Das Speichern, Verdandern oder Nutzen von besonderen Arten personenbezogener
Daten (§ 2 Abs. 10) fiir andere Zwecke ist nur zuldssig, wenn

1. die Voraussetzungen vorliegen, die eine Erhebung nach § 9 Abs. 5 Nr. 1 bis 6 oder 9
zulassen wiirden oder

2. dies zur Durchfithrung wissenschaftlicher Forschung erforderlich ist, das kirchliche
Interesse an der Durchfiihrung des Forschungsvorhabens das Interesse des Betroffe-
nen an dem Ausschluss der Zweckénderung erheblich tiberwiegt und der Zweck
der Forschung auf andere Weise nicht oder nur mit unverhéltnismafBigem Aufwand
erreicht werden kann. Bei der Abwédgung nach Satz 1 Nr. 2 ist im Rahmen des
kirchlichen Interesses das wissenschaftliche Interesse an dem Forschungsvorhaben
besonders zu beriicksichtigen.

(6) Die Speicherung, Verdnderung oder Nutzung von besonderen Arten personenbezo-
gener Daten (§ 2 Abs. 10) zu den in § 9 Abs. 5 Nr. 7 genannten Zwecken richtet
sich nach den fiir die in § 9 Abs. 5 Nr. 7 genannten Personen geltenden Geheimhaltungs-
pflichten.

§ 10a
Datenerhebung, -verarbeitung und -nutzung fiir Zwecke des
Beschiftigungsverhiltnisses

(1) Personenbezogene Daten eines Beschéftigten einschlieBlich der Daten iiber die Re-
ligionszugehorigkeit, die religiose Uberzeugung und die Erfiillung von Loyalititsoblie-
genheiten diirfen fiir Zwecke des Beschiftigungsverhiltnisses erhoben, verarbeitet oder
genutzt werden, wenn dies fiir die Entscheidung tiber die Begriindung eines Beschifti-
gungsverhiltnisses oder nach Begriindung des Beschaftigungsverhiltnisses fiir dessen
Durchfiihrung oder Beendigung erforderlich ist. Zur Aufdeckung von Straftaten diirfen
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personenbezogene Daten eines Beschiftigten dann erhoben werden, verarbeitet oder
genutzt werden, wenn zu dokumentierende tatsdchliche Anhaltspunkte den Verdacht
begriinden, dass der Betroffene im Beschaftigungsverhéltnis eine Straftat begangen hat,
die Erhebung, Verarbeitung oder Nutzung zur Aufdeckung erforderlich ist und das
schutzwiirdige Interesse des Beschiftigten an dem Ausschluss der Erhebung, Verarbei-
tung oder Nutzung nicht {iberwiegt, insbesondere Art und Ausmal} im Hinblick auf den
Anlass nicht unverhdltnisméfig sind oder eine Rechtsvorschrift dies vorsieht.

(2) Absatz 1 ist auch anzuwenden, wenn personenbezogene Daten erhoben, verarbeitet
oder genutzt werden, ohne dass sie automatisiert verarbeitet oder in oder aus nicht
automatisierten Dateien verarbeitet, genutzt oder fiir die Verarbeitung oder Nutzung in
einer solchen Datei erhoben werden.

(3) Die Beteiligungsrechte nach der jeweils geltenden Mitarbeitervertretungsordnung
bleiben unberiihrt.

§11
Dateniibermittlung an kirchliche und 6ffentliche Stellen

(1) Die Ubermittlung personenbezogener Daten an Stellen im Geltungsbereich des § 1
ist zuléssig, wenn

1. sie zur Erfiillung der in der Zustindigkeit der iibermittelnden Stelle oder der emp-
fangenden kirchlichen Stelle liegenden Aufgaben erforderlich ist und

2. die Voraussetzungen vorliegen, die eine Nutzung nach § 10 zulassen wiirden.

(2) Die Verantwortung fiir die Zulissigkeit der Ubermittlung trigt die iibermittelnde
Stelle. Erfolgt die Ubermittlung auf Ersuchen der empfangenden kirchlichen Stelle, trigt
diese die Verantwortung. In diesem Falle priift die iibermittelnde Stelle nur, ob das
Ubermittlungsersuchen im Rahmen der Aufgaben der empfangenden kirchlichen Stelle
liegt, es sei denn, dass besonderer Anlass zur Priifung der Zulissigkeit der Ubermittlung
besteht. § 7 Abs. 4 bleibt unberiihrt.

(3) Die empfangende kirchliche Stelle darf die iibermittelten Daten fiir den Zweck ver-
arbeiten oder nutzen, zu dessen Erfiillung sie ihr iibermittelt werden. Eine Verarbeitung
oder Nutzung fiir andere Zwecke ist nur unter den Voraussetzungen des § 10 Abs. 2
zuldssig

(4) Fiir die Ubermittlung personenbezogener Daten an dffentliche Stellen und an kirch-
liche Stellen auBerhalb des Geltungsbereichs des § 1 gelten die Abs. 1-3 entsprechend,
sofern sichergestellt ist, dafl bei dem Empfianger ausreichende Datenschutzmafnahmen
getroffen werden.

(5) Sind mit personenbezogenen Daten, die nach Abs. 1 iibermittelt werden diirfen,
weitere personenbezogene Daten des Betroffenen oder eines Dritten in Akten so verbun-
den, daf} eine Trennung nicht oder nur mit unvertretbarem Aufwand moglich ist, so ist
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die Ubermittlung auch dieser Daten zulissig, soweit nicht berechtigte Interessen des
Betroffenen oder eines Dritten an deren Geheimhaltung offensichtlich iiberwiegen; eine
Nutzung dieser Daten ist unzuléssig.

(6) Abs. 5 gilt entsprechend, wenn personenbezogene Daten innerhalb einer kirchlichen
Stelle weitergegeben werden.

§12
Dateniibermittlung an nicht kirchliche und nicht 6ffentliche Stellen

(1) Die Ubermittlung personenbezogener Daten an nicht kirchliche Stellen, nicht 6f-
fentliche Stellen oder Personen ist zulédssig, wenn

1. sie zur Erfillung der in der Zustidndigkeit der {ibermittelnden Stelle liegenden Auf-
gaben erforderlich ist und die Voraussetzungen vorliegen, die eine Nutzung nach
§ 10 zulassen wiirden, oder

2. der Dritte, an den die Daten {libermittelt werden, ein berechtigtes Interesse an der
Kenntnis der zu iibermittelnden Daten glaubhaft darlegt und der Betroffene kein
schutzwiirdiges Interesse an dem Ausschluss der Ubermittlung hat. Das Ubermitteln
von besonderen Arten personenbezogener Daten (§ 2 Abs. 10) ist abweichend von
Satz 1 Nr. 2 nur zuldssig, wenn die Voraussetzungen vorliegen, die eine Nutzung
nach § 10 Abs. 5 und 6 zulassen wiirden oder soweit dies zur Geltendmachung,
Austiibung oder Verteidigung rechtlicher Anspriiche erforderlich ist.

(2) Die Verantwortung fiir die Zulissigkeit der Ubermittlung triigt die iibermittelnde
Stelle.

(3) In den Fillen der Ubermittlung nach Abs. 1 Nr. 2 unterrichtet die iibermittelnde
Stelle den Betroffenen von der Ubermittlung seiner Daten. Dies gilt nicht, wenn damit
zu rechnen ist, daf er davon auf andere Weise Kenntnis erlangt, wenn die Unterrichtung
wegen der Art der personenbezogenen Daten unter Beriicksichtigung der schutzwiirdi-
gen Interessen des Betroffenen nicht geboten erscheint, wenn die Unterrichtung die
oftentliche Sicherheit gefdhrden oder dem kirchlichen Wohl Nachteile bereiten wiirde.

(4) Der Dritte, an den die Daten iibermittelt werden, darf diese nur fiir den Zweck ver-
arbeiten oder nutzen, zu dessen Erfiillung sie ihm iibermittelt werden. Die iibermittelnde
Stelle hat ihn darauf hinzuweisen. Eine Verarbeitung oder Nutzung fiir andere Zwecke
ist zulissig, wenn eine Ubermittlung nach Absatz 1 zuldssig wire und die iibermittelnde
Stelle zugestimmt hat.

§13
Auskunft an den Betroffenen

(1) Dem Betroffenen ist auf Antrag Auskunft zu erteilen iiber:
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1. die zu seiner Person gespeicherten Daten, auch soweit sie sich auf die Herkunft
dieser Daten beziehen,

2. die Empfanger oder Kategorien von Empfingern, an die die Daten weitergegeben
werden, und

3. den Zweck der Speicherung.

In dem Antrag soll die Art der personenbezogenen Daten, iiber die Auskunft erteilt
werden soll, ndher bezeichnet werden. Sind die personenbezogenen Daten weder au-
tomatisiert noch in nicht automatisierten Dateien gespeichert, wird die Auskunft nur
erteilt, soweit der Betroffene Angaben macht, die das Auffinden der Daten ermdglichen
und der fiir die Erteilung der Auskunft erforderliche Aufwand nicht auler Verhéltnis
zu dem vom Betroffenen geltend gemachten Informationsinteresse steht. Das Bistum
bestimmt das Verfahren, insbesondere die Form der Auskunftserteilung.

(2) Abs. 1 gilt nicht fiir personenbezogene Daten, die nur deshalb gespeichert sind,
weil sie aufgrund gesetzlicher, satzungsgeméifer oder vertraglicher Autbewahrungsvor-
schriften nicht geloscht werden diirfen oder ausschlieBlich Zwecken der Datensicherung
oder der Datenschutzkontrolle dienen und eine Auskunftserteilung einen unverhiltnis-
mifBigen Aufwand erfordern wiirde.

(3) Die Auskunftserteilung unterbleibt soweit,

1. die Auskunft die ordnungsgemifle Erfiillung der in der Zusténdigkeit der verant-
wortlichen Stelle liegenden Aufgaben gefahrden wiirde,

2. die Auskunft dem kirchlichen Wohl Nachteile bereiten wiirde,
3. die Auskunft die 6ffentliche Sicherheit oder Ordnung geféhrden wiirde,

4. 4.die Daten oder die Tatsache ihrer Speicherung nach einer Rechtsvorschrift oder
ihrem Wesen nach, insbesondere wegen der tiberwiegenden berechtigten Interessen
eines Dritten, geheim gehalten werden miissen

5. und deswegen das Interesse des Betroffenen an der Auskunftserteilung zuriicktreten
muf.

(4) Die Ablehnung der Auskunftserteilung bedarf einer Begriindung nicht, soweit durch
die Mitteilung der tatséchlichen oder rechtlichen Griinde auf die die Entscheidung
gestiitzt wird, der mit der Auskunftsverweigerung verfolgte Zweck gefdhrdet wiirde.
In diesem Fall ist der Betroffene darauf hinzuweisen, daf er sich an den Didzesandaten-
schutzbeauftragten wenden kann.

(5) Wird dem Betroffenen keine Auskunft erteilt, so ist sie auf sein Verlangen dem
Dibdzesandatenschutzbeauftragten zu erteilen, soweit nicht das Bistum im Einzelfall
feststellt, daB dadurch das kirchliche Wohl beeintrachtigt wird. Die Mitteilung des
Dibzesandatenschutzbeauftragten an den Betroffenen darf keine Riickschliisse auf den
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Erkenntnisstand der verantwortlichen Stelle zulassen, sofern diese nicht einer weiterge-
henden Auskunft zustimmt.

(6) Die Auskunft ist unentgeltlich.

§ 13a
Benachrichtigung

(1) Werden Daten ohne Kenntnis des Betroffenen erhoben, so ist er von der Speiche-
rung, der Identitét der verantwortlichen Stelle sowie liber die Zweckbestimmungen der
Erhebung, Verarbeitung oder Nutzung zu unterrichten. Der Betroffene ist auch tiber die
Empfanger oder Kategorien von Empféangern von Daten zu unterrichten, soweit er nicht
mit der Ubermittlung an diese rechnen muss. Sofern eine Ubermittlung vorgesehen ist,
hat die Unterrichtung spitestens bei der ersten Ubermittlung zu erfolgen.

(2) Eine Pflicht zur Benachrichtigung besteht nicht, wenn

1. der Betroffene auf andere Weise Kenntnis von der Speicherung oder der Ubermitt-
lung erlangt hat,

2. die Unterrichtung des Betroffenen einen unverhiltnisméfigen Aufwand erfordert
oder

3. die Speicherung oder Ubermittlung der personenbezogenen Daten durch eine
Rechtsvorschrift ausdriicklich vorgesehen ist.

(3) § 13 Abs. 2 und 3 gelten entsprechend.

§14
Berichtigung, Loschung oder Sperrung von Daten; Widerspruchsrecht

(1) Personenbezogene Daten sind zu berichtigen, wenn sie unrichtig sind. Wird festge-
stellt, dass personenbezogene Daten, die weder automatisiert verarbeitet noch in nicht
automatisierten Dateien gespeichert sind, unrichtig sind, oder wird ihre Richtigkeit von
dem Betroffenen bestritten, so ist dies in geeigneter Weise festzuhalten.

(2) Personenbezogene Daten, die automatisiert verarbeitet oder in nicht automatisierten
Dateien gespeichert sind, sind zu 16schen, wenn

1. ihre Speicherung unzuléssig ist oder

2. ihre Kenntnis fiir die verantwortliche Stelle zur Erfiillung der in ihrer Zustandigkeit
liegenden Aufgaben nicht mehr erforderlich ist.

(3) An die Stelle einer Loschung tritt eine Sperrung, soweit

1. einer Loschung gesetzliche, satzungsmafige oder vertragliche Aufbewahrungsfristen
entgegenstellen,

2. Grund zu der Annahme besteht, dafl durch eine Loschung schutzwiirdige Interessen
des Betroffenen beeintrichtigt wiirden, oder
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3. eine Loschung wegen der besonderen Art der Speicherung nicht oder nur mit unver-
hiltnisméBig hohem Aufwand moglich ist.

(4) Personenbezogene Daten, die automatisiert verarbeitet oder in nicht automatisierten
Dateien gespeichert sind, sind ferner zu sperren, soweit ihre Richtigkeit vom Betroffe-
nen bestritten wird und sich weder die Richtigkeit noch die Unrichtigkeit feststellen
lasst.

(5) Personenbezogene Daten diirfen nicht fiir eine automatisierte Verarbeitung oder
Verarbeitung in nicht automatisierten Dateien erhoben, verarbeitet oder genutzt werden,
soweit der Betroffene dieser bei der verantwortlichen Stelle widerspricht und eine Prii-
fung ergibt, dass das schutzwiirdige Interesse des Betroffenen wegen seiner besonderen
personlichen Situation das Interesse der verantwortlichen Stelle an dieser Erhebung,
Verarbeitung oder Nutzung tiberwiegt. Satz 1 gilt nicht, wenn eine Rechtsvorschrift zur
Erhebung, Verarbeitung oder Nutzung verpflichtet.

(6) Personenbezogene Daten, die weder automatisiert verarbeitet noch in einer nicht au-
tomatisierten Datei gespeichert sind, sind zu sperren, wenn die verantwortliche Stelle im
Einzelfall feststellt, dass ohne die Sperrung schutzwiirdige Interessen des Betroffenen
beeintrichtigt wiirden und die Daten fiir die Aufgabenerfiillung der Behorde nicht mehr
erforderlich sind.

(7) Gesperrte Daten diirfen ohne Einwilligung des Betroffenen nur tibermittelt oder
genutzt werden, wenn

1. es zu wissenschaftlichen Zwecken, zur Behebung einer bestechenden Beweisnot oder
aus sonstigen, im

2. die Daten hierfiir iibermittelt oder genutzt werden diirften, wenn sie nicht gesperrt
wiren.

(8) Von der Berichtigung unrichtiger Daten, der Sperrung bestrittener Daten sowie
der Loschung oder Sperrung wegen Unzuléssigkeit der Speicherung sind die Stellen zu
verstdndigen, denen im Rahmen einer Dateniibermittlung diese Daten zur Speicherung
weitergegeben wurden, wenn dies keinen unverhéltnismifBBigen Aufwand erfordert und
schutzwiirdige Interessen des Betroffenen nicht entgegenstehen.

§ 15
Anrufung des Didzesandatenschutzbeauftragten

(1) Wer der Ansicht ist, dass bei der Erhebung, Verarbeitung oder Nutzung von
personenbezogenen Daten durch Stellen gemidl § 1 Abs. 2 gegen Vorschriften dieser
Anordnung oder gegen andere Datenschutzvorschriften verstolen worden ist oder ein
solcher Verstol3 bevorsteht, kann sich unmittelbar an den Didzesandatenschutzbeauftrag-
ten wenden.
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(2) Auf ein solches Vorbringen hin priift der Di6zesandatenschutzbeauftragte den Sach-
verhalt. Er fordert die betroffene kirchliche Dienststelle zur Stellungnahme auf, soweit
der Inhalt des Vorbringens den Tatbestand einer Datenschutzverletzung erfiillt.

(3) Niemand darf gemaliregelt oder benachteiligt werden, weil er sich im Sinne des
Abs. 1 an den Didzesandatenschutzbeauftragten gewendet hat.

§16
Bestellung des Diézesandatenschutzbeauftragten

(1) Der Bischof bestellt fiir den Bereich seines Bistums einen Didzesandatenschutzbe-
auftragten. Die Bestellung erfolgt fiir die Dauer von mindestens vier, hochstens acht
Jahren. Die mehrmalige erneute Bestellung ist zuldssig. Die Bestellung als Datenschutz-
beauftragter fiir mehrere Didzesen und/oder Ordensgemeinschaften ist zuldssig.

(2) Zum Didzesandatenschutzbeauftragten darf nur bestellt werden, wer die zur Er-
fiillung seiner Aufgaben erforderliche Fachkunde und Zuverldssigkeit besitzt. Er soll
die Befdhigung zum Richteramt gemdB3 § 5 Deutsches Richtergesetz haben und muss
der Katholischen Kirche angehéren. Der Didzesandatenschutzbeauftragte ist auf die
gewissenhafte Erfiillung seiner Pflichten und die Einhaltung des kirchlichen und des fiir
die Kirchen verbindlichen staatlichen Rechts zu verpflichten. Anderweitige Tétigkeiten
diirfen das Vertrauen in die Unabhdngigkeit und Unparteilichkeit des Diézesandaten-
schutzbeauftragten nicht gefahrden. Dem steht eine Bestellung als Diézesandatenschutz-
beauftragter fiir mehrere Didzesen und/oder Ordensgemeinschaften nicht entgegen.

(3) Die Bestellung kann vor Ablauf der Amtszeit widerrufen werden, wenn Griinde
nach § 24 Abs. 1 Deutsches Richtergesetz vorliegen, die bei einem Richter auf Lebens-
zeit dessen Entlassung aus dem Dienst rechtfertigen, oder die nach der Grundordnung
des kirchlichen Dienstes im Rahmen kirchlicher Arbeitsverhéltnisse in der jeweils gel-
tenden Fassung eine Kiindigung rechtfertigen. Auf Antrag des Beauftragten nimmt der
Bischof die Bestellung zurtick.

§17
Rechtsstellung des Diozesandatenschutzbeauftragten

(1) Der Didzesandatenschutzbeauftragte ist in Ausiibung seiner Tétigkeit an Weisungen
nicht gebunden und nur dem kirchlichen Recht und dem fiir die Kirchen verbindlichen
staatlichen Recht unterworfen. Die Ausiibung seiner Tatigkeit geschieht in organisatori-
scher und sachlicher Unabhéngigkeit. Die Dienstaufsicht ist so zu regeln, dass dadurch
die Unabhéngigkeit nicht beeintréchtigt wird.

(2) Das der Bestellung zum Didzesandatenschutzbeauftragten zugrunde liegende
Dienstverhéltnis kann wihrend der Amtszeit nur unter den Voraussetzungen des § 16
Abs. 3 beendet werden. Dieser Kiindigungsschutz wirkt fiir den Zeitraum von einem
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Jahr nach der Beendigung der Amtszeit entsprechend fort, soweit ein kirchliches Be-
schaftigungsverhdltnis fortgefiihrt wird oder sich anschlief3t.

(3) Dem Didzesandatenschutzbeauftragten wird die fiir die Erfiillung seiner Aufgaben
angemessene Personal- und Sachausstattung zur Verfligung gestellt. Er verfiigt tiber
einen eigenen jahrlichen Haushalt, der gesondert auszuweisen ist und ver6ffentlicht
wird.

(4) Der Didzesandatenschutzbeauftragte wihlt das notwendige Personal aus, das von
einer kirchlichen Stelle angestellt wird. Die vom Didzesandatenschutzbeauftragten aus-
gewihlten und von dieser kirchlichen Stelle angestellten Mitarbeiter unterstehen der
Dienst- und Fachaufsicht des Didzesandatenschutzbeauftragten und kdnnen nur mit
seinem Einverstindnis von der kirchlichen Stelle gekiindigt, versetzt oder abgeordnet
werden.

(5) Der Dibdzesandatenschutzbeauftragte ist oberste Dienstbehdrde im Sinne des § 96
Strafprozessordnung. Er trifft die Entscheidung iiber Aussagegenehmigungen fiir seinen
Bereich in eigener Verantwortung. Der Didzesandatenschutzbeauftragte ist oberste Auf-
sichtsbehdrde im Sinne des § 99 Verwaltungsgerichtsordnung.

(6) Der Didzesandatenschutzbeauftragte bestellt im Einvernehmen mit dem Didzesan-
bischof einen Vertreter, der im Fall seiner Verhinderung die unaufschiebbaren Entschei-
dungen trifft. Fiir den Vertreter gilt § 16 bs. 2 entsprechend.

(7) Der Didzesandatenschutzbeauftragte ist, auch nach Beendigung seines Auftrages,
verpflichtet, iber die ihm in seiner Eigenschaft als Didzesandatenschutzbeauftragtem
bekannt gewordenen Angelegenheiten Verschwiegenheit zu bewahren. Dies gilt nicht
fiir Mitteilungen im dienstlichen Verkehr oder {iber Tatsachen, die offenkundig sind oder
ihrer Bedeutung nach keiner Geheimhaltung bediirfen.

(8) Der Dibdzesandatenschutzbeauftragte darf, auch wenn sein Auftrag beendet ist,
iiber solche Angelegenheiten ohne Genehmigung des Bischofs weder vor Gericht noch
aufergerichtlich Aussagen oder Erklidrungen abgeben. Die Genehmigung, als Zeuge
auszusagen, wird in der Regel erteilt. Unberiihrt bleibt die gesetzlich begriindete Pflicht,
Straftaten anzuzeigen.

§18
Aufgaben des Diozesandatenschutzbeauftragten

(1) Der Didzesandatenschutzbeauftragte wacht iiber die Einhaltung der Vorschriften
dieser Anordnung sowie anderer Vorschriften iiber den Datenschutz. Er kann Empfeh-
lungen zur Verbesserung des Datenschutzes geben. Des Weiteren kann er die bischof-
liche Behorde und sonstige kirchliche Dienststellen in seinem Bereich in Fragen des
Datenschutzes beraten. Auf Anforderung der bischéflichen Behdrde hat der Digzesanda-
tenschutzbeauftragte Gutachten zu erstellen und Berichte zu erstatten.
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(2) Diein § 1 Abs. 2 genannten Stellen sind verpflichtet, den Didzesandatenschutzbe-
auftragten bei der Erflillung seiner Aufgaben zu unterstiitzen. IThm ist dabei insbesondere

1. Auskunft zu seinen Fragen sowie Einsicht in alle Unterlagen und Akten zu gewédh-
ren, die im Zusammenhang mit der Verarbeitung personenbezogener Daten stehen,
namentlich in die gespeicherten Daten und in die Datenverarbeitungsprogramme;

2. wihrend der Dienstzeit Zutritt zu allen Dienstrdumen, die der Verarbeitung und
Aufbewahrung automatisierter Dateien dienen, zu gewihren, soweit nicht sonstige
kirchliche Vorschriften entgegenstehen.

(3) Der Didzesandatenschutzbeauftragte erstellt jahrlich einen Tétigkeitsbericht, der
dem Bischof vorgelegt und der Offentlichkeit zugéinglich gemacht wird. Der Titigkeits-
bericht soll auch eine Darstellung der wesentlichen Entwicklungen des Datenschutzes
im nichtkirchlichen Bereich enthalten.

(4) Der Didzesandatenschutzbeauftragte wirkt auf die Zusammenarbeit mit den kirchli-
chen Stellen, insbesondere mit den anderen Didzesandatenschutzbeauftragten, hin.

(5) Zu seinem Aufgabenbereich gehort die Zusammenarbeit mit den staatlichen Beauf-
tragten fiir den Datenschutz.

§19
Beanstandungen durch den Diézesandatenschutzbeauftragten

(1) Stellt der Didzesandatenschutzbeauftragte Verstofle gegen Vorschriften dieser An-
ordnung oder gegen andere Datenschutzbestimmungen oder sonstige Mingel bei der
Verarbeitung personenbezogener Daten fest, so beanstandet er diese unter Setzung einer
angemessenen Frist zur Behebung gegentiber der betroffenen kirchlichen Dienststelle.

(2) Wird die Beanstandung nicht fristgerecht behoben, so verstindigt der Didzesanda-
tenschutzbeauftragte die Aufsicht fithrende Stelle und fordert sie zu einer Stellungnahme
auf.

(3) Der Dibdzesandatenschutzbeauftragte kann von einer Beanstandung absehen oder
auf eine Stellungnahme der Aufsicht fiihrenden Stelle verzichten, wenn es sich um
unerhebliche Miangel handelt, deren Behebung mittlerweile erfolgt ist.

(4) Mit der Beanstandung kann der Didzesandatenschutzbeauftragte Vorschldge zur
Beseitigung der Méngel und zur sonstigen Verbesserung des Datenschutzes verbinden.
(5) Die gemdl Abs. 2 abzugebende Stellungnahme soll auch eine Darstellung der
MaBnahmen enthalten, die aufgrund der Beanstandungen des Didzesandatenschutzbe-
auftragten getroffen worden sind.

(6) Zur Gewdhrleistung der Vorschriften dieser Anordnung und anderer Vorschriften
iiber den Datenschutz kann der Didzesandatenschutzbeauftragte gegeniiber der betroffe-
nen Dienststelle Maflnahmen zur Beseitigung festgestellter Verstdfe bei der Erhebung,
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Verarbeitung oder Nutzung personenbezogener Daten oder technischer und organisatori-
scher Miangel anordnen. Wird diese Anordnung nicht fristgeméf umgesetzt, hat sich der
Dibzesandatenschutzbeauftragte an die Aufsicht fiihrende Stelle zu wenden, die zeitnah
iiber die notwendigen Maflnahmen entscheidet.

§20
Betrieblicher Beauftragter fiir den Datenschutz

(1) Kirchliche Stellen im Sinne des § 1 Abs. 2, die personenbezogene Daten automa-
tisiert erheben, verarbeiten oder nutzen, konnen einen betrieblichen Datenschutzbeauf-
tragten schriftlich bestellen.

(2) Sind mit der automatisierten Datenerhebung, -verarbeitung oder -nutzung mehr als
zehn Personen befasst, so soll ein betrieblicher Datenschutzbeauftragter bestellt werden.

(3) Zum betrieblichen Datenschutzbeauftragten darf nur bestellt werden, wer die zur
Erfiillung seiner Aufgaben erforderliche Fachkunde und Zuverléssigkeit besitzt. Mit die-
ser Aufgabe kann auch eine Person auferhalb der kirchlichen Stelle betraut werden. Ein
betrieblicher Datenschutzbeauftragter kann von mehreren kirchlichen Stellen bestellt
werden.

(4) Der betriebliche Datenschutzbeauftragte ist dem Leiter der kirchlichen Stelle unmit-
telbar zu unterstellen. Er ist in Ausiibung seiner Fachkunde auf dem Gebiet des Daten-
schutzes weisungsfrei. Er darf wegen der Erfiillung seiner Aufgaben nicht benachteiligt
werden.

(5) Die kirchlichen Stellen haben den betrieblichen Datenschutzbeauftragten bei der
Erfiilllung seiner Aufgaben zu unterstiitzen. Betroffene konnen sich jederzeit an den
betrieblichen Datenschutzbeauftragten wenden.

(6) Ist ein betrieblicher Beauftragter fiir den Datenschutz bestellt worden, so ist die
Kiindigung seines Arbeitsverhiltnisses unzuldssig, es sei denn, dass Tatsachen vorlie-
gen, welche die verantwortliche Stelle zur Kiindigung aus wichtigem Grund ohne
Einhaltung der Kiindigungsfrist berechtigen. Nach der Abberufung als betrieblicher
Beauftragter fiir den Datenschutz ist die Kiindigung innerhalb eines Jahres nach der
Beendigung der Bestellung unzuléssig, es sei denn, dass die verantwortliche Stelle zur
Kiindigung aus wichtigem Grund ohne Einhaltung einer Kiindigungsfrist berechtigt ist.

(7) Zur Erhaltung der zur Erfiillung seiner Aufgaben erforderlichen Fachkunde hat
die verantwortliche Stelle dem betrieblichen Beauftragten fiir den Datenschutz die
Teilnahme an Fort- und Weiterbildungsveranstaltungen in angemessenem Umfang zu
ermdglichen und deren Kosten zu {ibernehmen.

(8) Im Ubrigen findet § 16 entsprechende Anwendung.
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(9) Sind mit der automatisierten Datenerhebung, -verarbeitung oder -nutzung weniger
als elf Personen befasst, kann die Erfiillung der Aufgaben des betrieblichen Daten-
schutzbeauftragten in anderer Weise geregelt werden.

§21
Aufgaben des betrieblichen Datenschutzbeauftragten
(1) Der betriebliche Datenschutzbeauftragte wirkt auf die Einhaltung dieser Anordnung
und anderer Vorschriften iiber den Datenschutz hin. Zu diesem Zweck kann er sich in
Zweifelsfillen an den Didzesandatenschutzbeauftragten gemall § 16 KDO wenden. Er
hat insbesondere

1. die ordnungsgeméfle Anwendung der Datenverarbeitungsprogramme, mit deren Hil-
fe personenbezogene Daten verarbeitet werden sollen, zu iiberwachen; zu diesem
Zweck ist er iiber Vorhaben der automatisierten Verarbeitung personenbezogener
Daten rechtzeitig zu unterrichten,

2. die bei der Verarbeitung personenbezogener Daten titigen Personen durch geeignete
MaBnahmen mit den Vorschriften dieser Anordnung sowie anderer Vorschriften {iber
den Datenschutz und mit den jeweiligen besonderen Erfordernissen des Datenschut-
zes vertraut zu machen.

(2) Dem betrieblichen Datenschutzbeauftragten ist von der verantwortlichen Stelle eine
Ubersicht nach § 3a Abs. 2 zur Verfiigung zu stellen.

(3) Der betriebliche Datenschutzbeauftragte macht die Angaben nach § 3a Abs. 2 Nr. 1
bis 7 auf Antrag jedermann in geeigneter Weise verfiigbar, der ein berechtigtes Interesse
nachweist.

§22
Ermiéchtigungen

Die zur Durchfiihrung dieser Anordnung erforderlichen Regelungen trifft der Generalvi-
kar. Er legt insbesondere fest:

a) den Inhalt der Meldung gemilB § 3a,
b) den Inhalt der schriftlichen Verpflichtungserklédrung gemaf § 4 Satz 2,
c) die technischen und organisatorischen Maflnahmen gema0 § 6 Satz 1,

d) die Erfiillung der Aufgaben des betrieblichen Datenschutzes gemél § 20 Abs. 9.

§23
Schlussbestimmung

Diese Anordnung tritt am 01.01.2004 in Kraft. Gleichzeitig tritt die Anordnung iiber den
kirchlichen Datenschutz - KDO vom 01.01.1994 aufler Kraft.
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Wiirzburg, 24.11.2003

Karl Kardinal Lehmann
Vorsitzender der Vollversammlung des
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